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Preface 

The Department of Homeland Security (DHS) Office of Inspector General (OIG) was established by 
the Homeland Security Act of2002 (Plrblic LI~V 107-296) by amendment to the Inipector General 
Act of1978. This is one of a series of audit, inspection, and special reports prepared by our office as 

1 part of our DHS oversight responsibility to promote economy, effectiveness, and efficiency within 
the department. 

This report assesses the strengths and weaknesses of the information technology that the Emergency 
Preparedness and Response Directorate uses to support incident response and recovery operations. It 

1 is based on interviews with employees and officials of relevant agencies and institutions, direct 
observations, and a review of applicable documents. 

The recommendations herein have been developed to the best knowledge available to our office, and 
have been discussed in draft with those responsible for implementation. It is our hope that this 

I report will result in more effective, efficient, and economical operations. We express our 
appreciation to all of those who contributed to the preparation of this report. 

g, 
Richard L. Skinner 
Inspector General 
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Executive Summary 

Providing disaster recovery assistance and responding to the emergency needs 
of victims of four consecutive hurricanes in 2004 was a major challenge for 
the u.s.' When devastation from such incidents is so great that state 
resources cannot handle the response and recovery efforts, states turn to the 
federal government for assistance. The Federal Emergency Management 
Agency (FEMA), now part of the Emergency Preparedness and Response 
(EP&R) Directorate of the Department of Homeland Security (DHS), is 
responsible for coordinating disaster relief efforts across federal, state, and 
volunteer organizations, such as the American Red Cross. FEMA relies 
heavily on a range of information technology (IT) systems and tools to carry 
out its response and recovery operations. Strategic management of these 
assets is important to ensure that the technology can perform effectively 
during times of disaster and tremendous stress. 

As part of our ongoing responsibility to assess the efficiency, effectiveness, 
and economy of departmental programs and operations, we conducted an 
audit of the information and technology that EP&R uses to support incident 
management. The objectives of the audit were to (1)  review the directorate's 
approach for responding to and recovering from terrorist attacks, major 
disasters, and other domestic emergencies, (2) determine the effectiveness of 
guidance and processes to support IT users during incident management, and 
(3) evaluate existing and proposed systems and other technologies used to 
accomplish EP&R's response and recovery mission. The scope and 
methodology of this review are discussed in Appendix A. 

Strategic IT management is essential to the successful accomplishment of 
EP&R's response and recovery mission. EP&R's IT approach has met the 
disaster management challenges to date, including the four major hurricanes 
of 2004. However, a number of information and technology management 
issues limit the directorate's effectiveness. 

I The 2003 hurricanes that made landfall in Florida and the Gulf Coast included Charley on August 131h, Frances on 
September 5Ih, Ivan on September 16'~, and Jeanne on September 26Ih. 
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For example, the EP&R Chief Information Officer (CIO) is making progress 
with respect to IT planning, including the development of the agency's first IT 
strategic plan. However, while the IT plan aligns with FEMA's outdated 
strategic plan, it does not reflect FEMA's integration into DHS and therefore 
may not support DHS' strategic goals. Additionally, to better align EP&R's 
IT with the agency's strate ic direction, integration with evolving DHS-wide 5 initiatives, such as eMevge and M@, will prove challenging. 

Further, EP&R CIO support to lT users could be improved. EP&R CIO staff, 
including the national IT helpdesk, provided significant service during the 
2004 hurricanes. However, additional guidance and training for systems users 
is necessary to ensure that they have the knowledge and information needed to 
perform their jobs. The EP&R CIO's office maintains up-to-date-and often 
online-systems procedure manuals and guidance, but FEMA field personnel 
are often unaware of these materials. In addition, the IT manuals online 
describe the procedures necessary to complete actions in the systems, but they 
do not contain the business context for when or how the procedures should be 
used. Although EP&R's custom, complex systems require significant 
amounts of front-end instruction, users said that they received insufficient 
training. 

Currently, EP&R systems are not integrated and do not effectively support 
information exchange during response and recovery operations. Also, EP&R 
has not fully updated its enterprise architecture to govern the IT environment. 
As a result, during significant disaster response and recovery operations, such 
as the 2004 hurricanes. IT svstems cannot effectivelv handle increased 
workloads, are not adaptable to change, and lack needed real-time reporting 
capabilities. Such problems usually are due to FEMA's focus on short-term 
IT fixes rather than long-term solutions. Inadequate requirements definition, 
alternatives analysis, and testing prior to systems deployment are 
characteristics of this reactive IT management approach. 

Although EP&R is working to introduce and web-enable systems to resolve 
disparity between its current IT environment and DHS expectations, 
additional measures are needed. EP&R would benefit from strategically 
managing IT by aligning its IT planning with DHS' direction as well as 
ensuring systems users receive more timely training and communication. 
Further, once broad-based requirements are fully defined and documented, 
and alternatives are analyzed, EP&R will be in a better position to complete 
an enterprise architecture, and test and deploy the most appropriate 
technology needed to support its response and recovery mission. 

Emergency Preparedness and Response Could Better Integrate Information Technology 
with Incident Response and Recovery 



I Background 

Following the terrorist attacks of September 11, 2001, DHS was established to 
prevent and deter terrorism, and to protect against and respond to threats and 
hazards to the nation. The Homeland Security Acr of2002' assigns 
responsibility to the EP&R directorate to lead federal disaster response and 
recovery activities. FEMA. transferred in its entirety into the EP&R 
directorate, is directly responsible for executing this aspect of DHS' mission. 
The organization chart below illustrates EP&R and FEMA within the context 
of the DHS organization. (See Figure 1). 

ReSpOnse Team 

Figure I : EP&RIFEMA Organization 

When devastation exceeds the capability and resources of local and state 
governments to respond they turn to the federal government for assistance. 
The ~ t a f l o i - d ~ c t ~  gives F E M A  the authority to lead the disaster response and 

'public Law 107-296. November 25.2002 
' Robert r Staff<>rd Disaster Relief and Emergent? Assistarice Act, as amended hy Puhlic Law 106-390, Octoher 30 
2000. 
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recovery operations of 28 major federal agencies and departments, the 
American Red Cross, and other volunteer organizations. FEMA supplies 
immediate needs, such as ice, water, food, and temporary housing. FEMA 
also provides financial assistance to individuals who have sustained damage to 
their personal property, and to state and local governments for damage to 
public property. 

FEMA has ten regional offices across the country to assist the states in 
disaster management. The map below depicts this regional office structure. 
(See Figure 2). 

Figure 2: FEMA Regional Offices 

Emergency and IT Support Capabilities 

EP&R provides an array of emergency operations. facilities, and systems to 
help manage disasters. FEMA has four National Processing Service Centers 
which handle telephone registration and process victims' claims for disaster 
assistance, as well as five geographically-dispersed Mobile En~ergency 
Response Support operations which provide initial support for on-site disaster 
management. This mobile support includes providing voice, data, and video 
capabilities for emergency managers, as well as services such as water 
purification and power generation. Immediately following this initial 
response, FEMA establishes disaster field offices and disaster recovery 
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centers to assist victims on a long-term basis. Emergency operations centers 
at FEMA headquarters and at the Mount Weather facility near Bluemont, 
Virginia, coordinate response and recovery operations nationwide. 

In FY 2005, the EP&R directorate's CIO had a budget of approximately $80 
million and a total of about 400 full-time and temporary employees. The 
CIO's office is responsible for designing, developing, testing, implementing, 
and maintaining the operation of FEMA's systems, including the following 
four key applications: 

National Emergency Management Information System (NEMIS) is the 
backbone IT system for response and recovery operations. FEMA uses . . 

NEMIS to electronically enter, record, and manage information regarding 
registered applicants for disaster assistance, obligations and payments, 
mission assignments, and grants. 

* Integrated Financial Management Information Svstem (IFMIS) forwards 
financial information to the Department of Treasury for payment of 
disaster assistance claims. 

* Logistics Information Management System 111 (LIMS 111) maintains the 
inventory of equipment and supplies. 

* Automated Deplovment Database (ADD] is used to identify and deploy 
personnel to disaster sites. 

With the exception of NEMIS, these systems were not developed by and do 
not solely belong to IT. However, IT partners with EP&R program areas in 
providing support for these systems. 

The CIO's office manages and maintains the IT infrastructure, i.e., networks, - 
databases, desktops, and telephone systems, to support operations of 
permanent facilities at FEMA headquarters and regional locations. The C10 - 
also is responsible for providing the IT infrastructure to support hundreds of 
emergency personnel at temporary disaster field offices and recovery centers, 
often in remote locations. This involves running cable, establishing networks, 
supplying wireless connectivity, and installing equipment for information 
processing and data and voice communications. In addition, a national IT 
helpdesk assists users in various ways such as providing and maintaining 
system accounts, ensuring remote access, troubleshooting systems problems, 
and making referrals to engineers for systems fixes. 
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Prior assessments have identified concerns with several aspects of FEMA's IT 
management. Specifically, in an August 2001 report," the GAO identified 
issues with NEMIS internal controls, reliability, usability, and training. A 
July 2004 GAO report5 discussed FEMA's property management controls and 
highlighted concerns with asset accountability and the accuracy of data 
recorded in the LIMS 111 system. In that report, GAO recommended that 
FEMA's property system be linked to its acquisition and financial systems so 
that certain key information could be available for effective property 
management. Ln December 2003, we issued a report6 on the NEMIS system 
access controls, and identified related issues concerning separation of duties, 
audit trails, and training which needed to be monitored. Further, a July 2004 
DHS OIG report7 discussed the need for component CIOs, such as the EP&R 
CIO, to report to the department's CIO on IT issues to help ensure that 
strategies are aligned and systems are consolidated for more effective use of 
IT assets across the department. 

Results of Audit 

Challenges Remain in Aligning EP&R's IT Approach with DHS Mission 

information resource management plans support an agency's strategic plan for 
fulfilling its mission. The 2004 DHS strategic plan contains specific response 
and recovery goals and metrics. FEMA's strategic plan, however, is not 
aligned with them. FEMA developed its strategic plan prior to becoming part 
of the new department and has not updated it since then. EP&R's IT plan 
aligns with FEMA's outdated plan, but does not line up fully with goals and 
measures defined in the more recent DHS plan. As a result, EP&R's IT 
systems approach may not support progress toward meeting DHS goals. 
Updating its strategic and IT plans to reflect evolving DHS-wide direction and 
initiatives poses a major challenge for EP&R. 

Disaster Assistance: Improven~erit Needed in Disaster Declaration Criteria nnrl EligibiliQ Assurance Procedures. 
GAO-01-837, August 2001. 
5 Federal Emergency Management Agency: Luck of Controls and Key ir?formution for Property Leave Assets Vulnerable 
to Loss or Misappropriation, GAO-04-819R, July 2004. 
6 Audit of the National Emergency iMnnagement information System Access Control System, DHS-OIG-04-02, December 
2003. 
' improvements Needed to DHS' information Technology Managenlent Structure, DHS-0IG-04-30, July 2004 
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Strategic and IT Plans Not Fully Aligned 

FEMA's strategic and IT plans do not align completely with DHS' strategic 
plan, providing little assurance that the agency can monitor and achieve the 
emergency management goals established by the department. Pursuant to 
requirements of the Government Perfbrmcrnce cind Results Act of 1993,'' DHS 
developed its strategic and performance plans which, taken together, establish 
its mission and outline goals and metrics for its disaster response and recovery 
efforts. According to the EP&R CIO, FEMA participated in working groups 
to help develop these DHS goals and objectives and owns all the metrics that 
support the response and recovery section of the DHS strategic plan. Goals in 
the plans include leading, managing, and coordinating the national response 
and recovery effort, and rebuilding communities after acts of terrorism, 
natural disasters, or other emergencies. Corresponding metrics include 
reducing response time for emergency personnel deployment and logistics as 
well as reducing recovery assistance delivery costs and processing time. The 
following diagram illustrates the alignment between these goals and metrics to 
help ensure effective and efficient mission accomplishment. (See Figure 3). 

Figure 3: DHS Mission and Response and Recovery Goals and Metrics 

Although Office of Management and Budget Circular A-1 1 directs that 
component agencies create their own strategic plans linked to overarching 

'public Law 103-62. 

Emergency Preparedness and Response Could Better Integrate Information Technology 
with Incident Response and Recovery 



departmentwide plans, FEMA has not updated its strategic plan to reflect its 
integration into the DHS  organization."^^ developed its strategic plan 
prior to implementation of the Homeland Security Act and the creation of 
DHS. DHS has established specific metrics for response and recovery 
response time, customer satisfaction, program delivery cost, and disaster 
assistance cycle time. However, as demonstrated in Figure 4, FEMA's 
strategic plan fails to identify such metrics, and therefore is not in line with 
DHS direction. 

DHS -- FEMA 
' Respon\e Mctr~cs I 

- -- 
I Recovery Metric~ / 
i 
I 

Customer Satislaction 
, . 

(Xt) Sp.<cific hjetricsi : 

Figure 1: DHS and FELWA Response and Recovery Metrics Not Aligned 

A planning official said that FEMA uses both the DHS strategic plan and 
FEMA's outdated plan. Use of both plans may lead to ambiguous guidance 
and direction. For example, the two plans identify different metrics to 
measure improvement in the federal government's ability to respond quickly 
when states are overwhelmed by a disaster. The DHS plan sets the goal of 12- 
hour response time for emergency response teams and 24-hour logistics 
response time by 2009. In contrast, FEMA's plan establishes a goal to 
respond concurrently to four catastrophic and twelve non-catastrophic 
disasters by 2008. Although it began updating its strategic plan in mid 2004 
to reflect the organizational changes and new performance expectations, 

4 Circular A-l I ,  Part 6, Prepnririg arrd S~fbnritriiip a Strategic Plait. Executive Office of the President, OSfice of 
Management and Budget, June 2005. 
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FEMA put the updates on hold due to the need to shift resources to the 2004 
hurricane response and recovery activities. 

Further, the misalignment of DHS and FEMA strategic plans complicates 
efforts to link IT initiatives to overarching mission direction. According to 
the Paperwork Reduction ~ c t "  and the supporting Office of Management and 
Budget Circular A- 130", each federal agency is required to develop an 
Information Resource Management Plan to demonstrate how IT management 
activities help accomplish an agency's mission. The EP&R CIO 
accomplished an important step by implementing FEMA's first IT strategic 
plan for FY 2005. However, the CIO's IT plan maps to FEMA's outdated 
strategic plan rather than to the more recent DHS strategic plan. For example, 
the IT plan identifies six strategic management initiatives, which it aligns to 
the goals identified in the FEMA strategic plan; however, the initiatives d o  not 
align completely to goals and metrics identified in DHS level planning. As a 
result, the initiatives defined by the CIO organization may not support the 
achievement of the response and recovery goals and metrics established by 
DHS. 

Performance Data Not Available from Svstems 

Federal regulations, including the Paperwork Reduction Act, require agencies 
to use information resources to improve the efficiency and effectiveness of 
their operations to fulfill their missions. However, EP&R's IT systems do not 
provide the data needed to support the response and recovery metrics 
established by DHS effectively. Some of the metrics are IT-dependent, reliant 
upon automated systems to capture quantifiable information with which to 
measure performance in specific response and recovery activities. Where IT 
systems do not provide the data for measuring performance, it is not possible 
successfully to measure progress toward the achievement of specific goals, 
and ultimately the agency's mission. 

Response Metrics 

With regard to disaster response, DHS' strategic plan identifies specific 
performance indicators, such as the time it takes to deploy personnel and 
assets to aid in a disaster. In 2004 DHS allotted 72 hours for providing both 

'IJ Public Law 104-13, May 22, 1995. 
" Circular A- 130, Memorandum,for Heads of Executive Departments and Establishments, Management of Federal 
information Resources, Executive Office of the President, Office of Manage~~~et~t  and Budget. February 8, 1996. 
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emergency teams and essential services" to disaster areas; DHS expects to 
significantly reduce this response time by 2009. The following diagram 
illustrates DHS' performance objectives for FEMA response time. (See 
Figure 5). 

Figure 5 :  DHS Target Response Merrics 

i-Iowever, measuring response time and progress toward achieving DHS 
targets is problematic. FEMA's systems for personnel deployment and 
logistics do not easily track performance information. ADD, for example, 
does not capture data on how long it takes for emergency personnel to arrive 
at a disaster site, In other words, the system does not have a "stopwatch to 
measure the elapsed time between contacting personnel of their need to 
deploy and their ultimate arrival at a disaster scene. Currently, program 
officiais must review information manually tracked either on paper or on 
spreadsheets to determine response tiine, a very inefficient process. EP&R 
plans to develop a new deployment management system to address this issue. 

Similarly, LIMS 111 provides no tracking of essential commodities, such as ice 
and water, needed by disaster victims. As a result, FEMA cannot readily 
determine its effectiveness in achieving DHS' specific disaster response goals 
and whether or not there is a need to improve. FEMA is currently working to 
establish a baseline for average response time in providing essential services, 
beginning in 2006. FEMA officials said that they are pilot-testing a Total 
Asset Visibility system to track shipment and distribution of essential 
commodities such as ice, water, and food. 

I I Essential services are generally defined as life-saving co~nmodities and emergency supplies including water. food. ice. 
medical supplies, mobile homes. travel trailers, or other housing options. 
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Recoverv Metrics 

With regard to disaster recovery, DHS' strategic plan identifies specific 
measures for delivering services to disaster victims. Although no baselines 
are available on the average cost or cycle time for providing assistance, DHS 
expects to reduce these averages by several percentage points by 2009. The 
diagram below identifies the performance goals for 2009. (See Figure 6). 

Figure 6: DHS Target Reco~ery Measures 

However, such goals are futile without effective means to accomplish them. 
Currently, EP&R IT systems provide limited data to measure recovery 
assistance performance. For example, EP&R's Recovery Division is using 
FMIS to capture unit cost data on recovery assistance. However, according 
to several FEMA officials, this data is not available at a single point in IFMIS 
and must be manually calculated. Compiling this data requires significant 
time, effort, and resources because information for establishing unit costs for 
rent, IT, security, and other elements is pulled from different systems and 
files. 

Similarly, FEMA is working to establish a baseline for the average cycle time 
from a victim's initial registration until disaster assistance payments are 
issued. Program officials said that, although NEMIS collects information on 
cycle time, this information is not readily or routinely available. These 
officials said that they must request EP&R's IT division to access the system 
and compile weekly ad hoc reports to provide the information. Program 
officials said that additional information on subcomponents of the cycle time 
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would be useful, such as how long it takes a victim to register or get an 
inspection after registration. 

Officials in EP&R's Recovery Division said that they are working to establish 
baselines this year against which to measure progress in reducing cost and 
time for delivering individual and public assistance. However, until FEMA's 
systems can capture the underlying performance data, the agency will be 
unable to do so. 

Challenges in Aligning IT with Evolving DHS Direction 

In addition to addressing the need to align its strategic and IT planning with 
DHS direction, EP&R faces the challenge of integrating its emergency 
management approach with several emerging departmentwide initiatives. 
Specificafly, DHS impfementation of the National Response Plan and the 
National Incident Management System created new requirements that will 
affect IT systems and processes. Additionally, the DHS Chief Financial 
Officer's efforts to provide integrated resource management must be taken 
into consideration as EP&R moves forward in its approach to managing IT. 

Impact of the National Response Plan and National Incident Management 
System on EP&R IT 

The National Response Plan provides the framework for federal coordination 
with state, local, and tribal governments, as well as the private sector during 
disasters. DHS implemented the National Response Plan in December 2004, 
according to the Homeland Sec~trity Act of 2002 and Homeltrnd Security 
Presidential Directive 5.13 The National Response Plan consolidates existing 
federal government emergency response plans into a single, coordinated plan 
to manage disaster response and recovery. This consolidated plan replaces the 
Federal Response Plan, which FEMA previously used as the basis for 
organizing its response and recovery operations. The new plan introduces 
changes to the organizational structure for disaster management operations, 
and will require software code updates to information systems. 

For example, the NEMIS Access Control System assigns access rights to users 
based on positions within the organization structure, which are defined in the 
former Federal Response Plan. Moving to the National Response Plan has 
changed this organizational structure and, consequently, affected NEMIS 
Access Controls, requiring that new roles and rights he added to the system 

I? "Management of Domestic Incidents," Homeland Security Presidential Directive 5,  February 28,2003. 
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before NEMIS can be used to support the plan. One FEMA official was 
concerned that there are no funds available for correlating the organizational 
changes with IT processes. This official was unaware of any IT involvement 
in the National Response Plan development process. Consequently, FEMA's 
IT managers now must identify ways to adapt existing systems to meet new 
response plan requirements. 

In conjunction with the National Response Plan, DHS developed the National 
Incident Management System in 2004 to provide guidance, such as common 
terminology and organizational processes, to enable first responders at all 
government levels to work together effectively during disasters. First 
responders include federal, state, local, and tribal governments and private 
sector and nongovernmental organizations. The National Incident 
Management System policy requires inter-operability of response structure, 
equipment, communications, qualifications, and certifications. According to 
National Incident Management System guidelines, maintaining an accurate 
picture of resource utilization is a critical component of incident management. 
The system requires standardized resource management across various first 
responder entities, as %*ell as asset tracking over the lifecycle of an incident. 

LLMS 111, FEMA's current logistics system, does not provide the type of up- 
to-date resource management that the National Incident Management System 
requires. Resource tracking and management was the source of numerous 
problems during the Florida hurricanes, as will be more fully discussed in 
later sections of this report. However, not only is LIMS I11 not integrated with 
other systems within FEMA, it does not provide the capability to view and 
share resource information across federal, state, and local first responders. 
Personnel at nearly all sites that we visited commented on the need for an 
improved resource tracking system to support NIMS. A FEMA official said 
that system capacity requirements do not reflect the catastrophic magnitude of 
today's threats, and that system upgrades and integration have not kept pace 
with recent organizational, business process changes, or operational concepts. 

Departmentwide Initiatives Affect EP&R IT 

DHS is developing two new departmentwide systems that have implications 
for EP&R IT management. Specifically, Electrorzically Managing Enterprise 
Resources for Govenzment Effectiveness and Efficiency, known as ekIerge2, is 
an ongoing project to consolidate and integrate DHS' budget, accounting and 
reporting, cost management, asset management, and acquisitions and grants 
functions. In conjunction with eMer,ge2, DHS is also developing a . ~ 

departmentwide integrated human resource management system, the  MAX^^ 
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project. Taken together, the two projects will affect several of FEMA's major 
2 : response and recovery IT systems. For example, eiMerge w ~ l l  affect aspects 

of FEMA's financial system, as well as parts of its non-mission specific 
2 .  . logistics system. Likewise, eMerge 1s llkely to have an impact on NEMIS' 

grants functionality. Further, M d R  may have a bearing on employee 
management and deployment processes currently managed in ADD. 

Once fully implemented, eMerge2 will likely affect FEMA's current financial 
system, grants management system, and aspects of its non-mission specific 
logistics system. Although FEMA officials have actively participated in the 
DHS Logistics Steering Committee to define eMerge2 development, some 
officials have expressed concern that the eillerge2 effort does not address 
some of their requirements. For example, these officials said that eMerge2 
does not consider the complexity of FEMA's disaster grants programs as 
compared with standard grants processing. The limited time and resources to 
successfully plan and transition to ekferge2 also troubled them. Conversely, 
ekferSe2 officials expressed concern that FEMA was not open to new ways of 
thinking. As FEMA moves forward with improving existing systems and 
pursuing new systems development, the EP&R CIO must continue to ensure 
that the effects of DHS-wide initiatives, such as eA4erge2 and  MAX^^, are 
considered and effectively support disaster response and recovery goals. 

Recommendation 

1. We recommend that, in keeping with legislative requirements, the Under 
Secretary for EP&R update the FElWA strategic plan to support 
achievement of DHS goals and ensure that all FEMA systems provide the 
performance data necessary to measure progress toward achieving 
response and recovery goals. Subsequently, direct the EP&R CIO to 
update the IT strategic plan in line with the updated FEMA strategic plan. 

I 

IT User Support Could Be Improved 

The EP&R CIO's office provided significant customer support to IT users 
assisting disaster response and recovery efforts related to the 2004 Florida 
hurricanes. However, overall systems guidance and training could be 
improved. Specifically, EP&R has reasonably up-to-date online systems 
manuals, but these manuals are not adequate to support business processes. 
Often unaware of the online manuals, field personnel used out-of-date hard 
copy guidance to meet their needs. Although a number of users said that 
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EP&R training is good, funding restrictions limited the number of personnel 
who received it, resulting in a lack of awareness of how the systems function 
and a low comfort level in using those systems. Additional systems guidance 
and training for IT users would provide users with the information they need 
to perform their jobs better. 

IT Support During the Florida Storms 

The concurrent hurricanes which struck Florida and the Gulf Coast in 2004 
pushed FEMA's IT capabilities to the limit, demonstrating the agency's 
commitment to carrying out its mission regardless of the adversities 
encountered and the enormous effort required. Hurricanes Charley, Frances, 
Ivan, and Jeanne-all category three or stronger storms-along with Tropical 
Storm Bonnie, hit the region in close proximity and within a few weeks of 
each other." Figure 7 illustrates the date and location of these storms, which 
collectively created near-catastrophic conditions and caused an estimated $42 
billion worth of damage. FEMA defines a catastrophe as an incident which 
results in extraordinary levels of damage and almost immediately exceeds 
state and local resources and significantly interrupts governmental operations 
and emergency services. 

Figure 7 :  Four Category 3 1  Hurricanes i n  2004 

I 4  
The Saffir-Simpson Hurricane Scale defines hurricane intensity using a raring scale of 1-5. where 1 is the least intense 

and 5 is the most intense. Hurricanes Charley and Frances were category 4 hurricanes, with wind speeds of 131-155 

I miles per hour. Ivan and Jeanne were category 3 hurricanes at landfall, with wind speeds of ! 10- 110 miles per hour. 
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Under the circumstances, EP&R CIO IT support staff provided significant 
service during the Florida hurricanes o f  2004. FEMA IT was tasked to 
establish quickly a 200,000 square foot disaster field office-the largest in its 
history-within just seven days. Approximately 2,000 employees staffed this 
disaster field office. Previously, a field office o f  just 400-500 employees was 
considered large; accordingly, NEMIS was designed to support a maximum o f  
three disaster field offices o f  150 employees each. (See Figure 8) .  Significant 
IT resources were reauired to set LID phone and data lines and computer . 
stations. and to manage system access rights for system users. Providing 
system and network support for such a large operation proved challenging. 

For example, during the hurricanes, NEMIS handled more than one million 
requests for disaster assisttnce in just six weeks. Due in large part to NEMIS 
automation, individual assistance was generally provided within 7 to 10 days 
as compared to several weeks via the predecessor system. NEMIS and its 
support staff were stretched to the limit and demonstrated remarkable 
dedication to sustaining operations where systems access and capabilities far 
exceeded systems design. At one point, NEMIS supported 18 call centers, 
well beyond its design requirement o f  three cail centers and 20,000 calls per 
day. Overall disaster victim satisfaction with call center service was abotit 85 
percent, despite this large volume o f  calls. 

Figure 8: Disaster Field Office in Orlando. Florida 

The national IT helpdesk also provided effective support for FENIA's disaster 
management operations in Florida. During FY 2004, largely due to the 
concurrent hurricanes, the helpdesk handled a 50 percent increase in call 
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volume, with 33,000 calls received over the course of the year. FEMA 
personnel in both the regional and the disaster field offices reported that the JT 
help desk at Mount Weather provided excellent support. The helpdesk 
supports all areas of JT, including dial-up access, account access for new 
users, troubleshooting, and remote access. The views of personnel with whom 
we spoke were substantiated by a client satisfaction survey conducted during 
2004 by the Customer Care Institute, an external firm specializing in customer 
satisfaction surveys. The response rate was 37 percent, or 302 of the 816 
clients surveyed. The survey results helped identify current client satisfaction 
levels, as well as establish a benchmark for future surveys. According to the 
survey, approximately 97 percent of the respondents were satisfied with the 
service that they received from the helpdesk, and 46 percent were extremely 
satisfied. 

Additional IT Guidance and Training Needed 

According to Office of Mnnagement and B~tdget CircularA-130, users of 
federal information resources must have the skills, knowledge, and training to 
manage information resources, enabling the federal government to serve the 
public through automated means. According to the Clinger-Cohen Act of 
1996," agencies are responsible for ensuring that IT users receive the training 
that they need to do their jobs. Although EP&R's IT technical support 
personnel responded effectively to system user needs, especially prior to and 
during the Florida disasters, additional guidance and training for system users 
is necessary to ensure that users have the knowledge and information 
necessary to perform their jobs efficiently and effectively. 

Specifically, although the EP&R CIO's office maintains up-to-date systems 
procedure manuals and guidance, such as online job aids, a number of FEMA 
field personnel whom we interviewed were not aware of their existence. 
Unaware of online resources, users relied on out-of-date manuals or created 
their own individual reference documents: two of the three regions that we 
visited were using out-of-date, hard copy systems manuals that were still in 
draft format. 

In addition, the online IT manuals only described the procedures necessary to 
complete actions in the systems; they did not contain the business context for 
when and why the procedures would be used. This information, provided in 
separate manuals created by the program areas, forced system users to refer to 

" Sections D and E of Public Law 104-106. 

1 
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two different sources to obtain an understanding o f  how to perform their jobs. 
For example, i f  a manager wanted to create a mission assignment in NEMIS, 
that manager would need to refer to a program-created guide, Mission 
Assignmentfor Managers Student Manual, to understand "when" to create a 
mission assignment, and to the online system steps to understand "how" to 
create the mission assignment in NEMIS. 

Further, system users were not provided with adequate training. EP&R 
systems often are custom designed and complex, requiring significant upfront 
training to understand how to use them to support emergency management 
activities. Regional system users, however, said that new employees often did 
not receive training before they were deployed and experienced users did not 
receive training when system changes occurred. 

An independent contractor, charged with documenting and evaluating 
response and recovery processes dtlring the hurricanes, reported that new 
employees were deployed to the disaster site without first receiving system 
training. The new employees had to be trained by other FEMA employees 
during ongoing response and recovery operations. While training new 
employees onsite at times may be the only option, the problem was that they 
sometimes relied upon experienced system users that had not received training 
on system changes and updates. The users, consequently, were not aware o f  
all system functions and had a low comfort level in using the systems. 

FEMA regional personnel said that a lack o f  funding was a reason for the 
limited NEMIS training. They said that they primarily learned to use the 
system through on-the-job training rather than through formal instruction. 
This lack o f  training had an even greater impact on temporary disaster 
assistance employees. Sufficient training would have made their work more 
reliable and much easier. 

Recommendation 

2. W e  recommend that, in keeping with legislative requirements, the Cinder 
Secretary for EP&R direct the EP&R CIO to ensure that personnel, 
through the EP&R training division, receive adequate systems training, 
guidance, and communication needed to support disaster response and 
recovery activities effectively. 
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I Systems to Support Response and Recovery Operations Need Improvement 

Federal regulations require agency CIOs to promote the effective and efficient 
design and operation of major information resources management processes. 
They must develop, maintain, and facilitate the implementation of integrated 
IT architectures to meet agency missions. The EP&R systems environment, 
however, is not integrated and does not support effective information 
exchange. Consequently, during disasters, the systems are not able to handle 
increased workloads effectively, are not adaptable to change, and lack needed 
capabilities. The reactive nature of EP&R's disaster response encourages 
short-term systems fixes rather than long-term IT solutions. Taking the time 
to define and document systems requirements fully and evaluate viable 
alternatives to its complex, custom designed systems, will enable EP&R to 
support its response and recovery operations and meet its mission needs 
better. 

Unintegrated IT Environment 

EP&R is working to complete an enterprise architecture to govern its IT 
environment. Currently, however, its systems are unintegrated and do not 
effectively share information. IT officials agree that it is essential to integrate 
systems to support mission requirements better, but that decision must be 
made in collaboration with the systems owners and program officials. 
Linking the systems to state emergency management systems that rely upon 
FEMA information to carry out state disaster management responsibilities 
would also be beneficial. 

FEMA Enterprise Architecture Develo~ment is Ongoing 

The Clinger-Colzen Act of1996I6 requires the CIO to develop, maintain, and 
facilitate the implementation of a sound, enterprisewide IT architecture. An 
enterprise architecture provides a blueprint of the hardware, software, and 
related policies needed to achieve defined business objectives. Such an 
architecture serves as the agency's road map to future Fystems development, 
network updates or changes, and implementation of key federal requirements. 
In 200 1, FEMA developed an enterprise architecture document to serve as a 
guide to creating and implementing e-government initiatives. This road map 
has served FEMA well, documenting both major successes and key initiatives. 
For example, a few such initiatives were identified in the 2001 enterprise 
architecture and are still operational today. These initiatives include: 

16 

I Public Law 104- 106 
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The FEMA website (www.fema.govj, which was developed to share 
information on the internet with the public. 

* The automation of grants management, which has been added to the 
NEMIS system. 
The development of a capital planning and investment control 
process, which provides guidance for investment in IT. 
The use of wireless technologies to improve mobile computing and 
communications support for E M A  operations. 

FEMA published its architecture in 2001, but has not fully updated it to reflect 
its integration into DHS. FEMA is working to transition this paper-based 
document to an electronic format so that it can be easily shared among DHS 
officials via the intranet. The EP&R CIO established an Enterprise 
Architecture Office in 2003 and hired a Chief Enternrise Architect in 2004 to 
help further the progress of FEMA's enterprise architecture program. The 
Enterprise Architecture Office has compieted the "as is" portion of the 
enterprise architecture and has begun to use an electronic version to guide 
day-to-day operations.17 FEMA is currently working to develop the "to he" 
portion of the enterprise architecture in line with the DHS enterprise 
architecture.18 Without a defined "to be" environment, FEMA is unable to 
provide a comprehensive road map for its proposed lT initiatives. These 
initiatives include NEMIS web enablement, which involves consolidation of 
some of the geographically-dispersed servers, as well as a number of IFMIS 
improvements as defined in the system's 2006 business case. 

Additionally, without a complete, communicated, "to be" road map, FEMA 
may not be able to address how its initiatives support or integrate with DHS- 
wide initiatives. As FEMA works to update its enterprise architecture, it must 
also consider departmentwide initiatives, which may impact on its key 
response and recovery processes and systems. 

Centralization of NEMIS Servers 

The Ofice o f  Management and Budget Circular A-130 requires agencies to 
develop information systems to facilitate intemperability across networks of 

17 An "as is" enterprise architecture details an organization's mission, organizational structure, business processes, 
information exchanges. software applications, and underlying technical infrastructure. 

'' A '.to be" enterprise architecture describes an organization's desired architecture for meeting strategic goals and future 

1 needs. 
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heterogeneous hardware, software, and telecommunications platforms. 
However, FEMA's current server architecture does not effectively support 
operations. 

When NEMIS was developed, FEMA created a state-of-the-art, distributed 
client-server architecture, providing each region with its own set of servers to 
support regional operations. However, as system usage has increased FEMA 
has recognized the need to move toward a more centralized database structure, 
and is in the process of consolidating its data storage systems. Such 
centralization would help ensure data consistency, use less bandwidth, and 
facilitate backup recovery because the information would be readily available 
in one place. Presently, information on regional servers must be replicated 
across multiple servers at FEMA headquarters-a process that delays data 
exchange and consumes bandwidth. FEMA's limited bandwidth could better 
be used for advanced technologies such as video teleconferencing, which 
directly support the agency's emergency management mission. Although, 
EP&R CIO is in the process of centralizing and consolidating servers, as of 
April 2005, this process had not been completed. As a result? users continue 
to experience slow and sometimes unavailable systems. Additionally, if 
systems were to crash and EP&R were required to recover information or data 
from backups, it would take as long as a month to complete. 

Systems Integration and Information Sharing Need lm~rovement 

According to the DHS strategic plan, DHS will "lead, manage, and coordinate 
the national response to acts of terrorism, natural disasters, or other 
emergencies." To accomplish this, DHS has to bring the right people and 
resources to bear where and when they are needed most, as well as provide 
integrated logistical support to ensure rapid response and coordination among 
federal, state, and local operations centers. However, FEMA's systems do not 
support effective or efficient coordination of deployment operations because 
there is no sharing of information. 

Specifically, NEiMIS-the system for managing mission assignments-does 
not share information with the ADD or LIMS 111 deployment systems. When 
a disaster occurs, FEMA and state officials must quickly identify the people 
and other resources needed to respond to the incident. Information on the 
disaster is established in NEMIS, including requests for assistance, 
requisitions and commitments for services and supplies, and the initial 
allocation of funds. However, FEMA is unable to match automatically the 
mission assignments in NEMIS to either the personnel deployed through ADD 
or to the equipment and supplies dispatched through L M S  111. To 
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compensate, regional staff create and maintain ad hoc databases, spreadsheets, 
and paper records to manage deployments. During the Florida hurricanes, for 
example, the regional office in Atlanta, Georgia received from 300 to 400 
requests for personnel and supplies within a three-to-four-day period. To 
respond to these requests, the region improvised by creating a mission 
assignment spreadsheet that showed the dates and status of the requests, as 
well as the dates and times that the resources would he received. The 
spreadsheet enabled the region to coordinate the response and identify those 
requests that had been filled and those which remained open. 

Further, the lack of integration between ADD and LIMS 111 hinders FEMA 
from providing the appropriate number and combination of people and 
supplies to meet the level of need at disaster locations. Without adequate 
coordination, personnel might arrive at a disaster site and be unable to begin 
work because the supplies and equipment they need have not yet arrived, or 
the supplies may arrive without the necessary people to accept and distribute 
them. Generally, to achieve the right mix, FEMA's Emergency Operations 
Center staff laboriously searches through ADD to identify available personnel. 
Likewise, the Agency Logistics Center must search through LIMS I11 to 
identify available supplies. This approach was not effective during the Florida 
hurricanes when 600 to 800 tractor-trailer trucks of supplies arrived at one 
staging area within a 24-to-36-hour period. There were only five people at thc 
staging area to accept the supplies because their arrival had not been 
effectively coordinated with personnel deployments. The truck drivers were 
forced to wait at the staging area for hours until the goods could be unloaded 
and processed, a costly delay which hampered disaster assistance. 

IT officials agree that it is essential to integrate systems to better support 
mission requirements, and that this decision must be made in collaboration 
with the systems owners and program officials. For example, in response to 
our report, the CIO acknowledged the need to upgrade and integrate IFMIS 
and FEMA's deployment systems. Systems integration also should consider 
DHS-wide direction and programs, such as eiVierge2 and M.4xHR. 

State Stakeholders Request Better System Links 

Ofjice of Management and Budget Circular A-130 requires that federal 
agencies integrate state and local government requirements with their 
information resource management strategies. However, EP&R response and 
recovery systems do not share information with those used by major 
stakeholders in state governments. States receiving disaster assistance need to 
maintain accountability for the federal support they receive. Financial 
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information, such as the amount of funds allocated, obligated, and expended 
on behalf of the states is available in NEMIS. While NEMIS' predecessor 
system did not provide adequate access or internal management controls, it 
enabled state users to access the FEMA system directly from their desktops. 
Some states even created automated ways to transfer FEMA information to 
their state systems. However, this is no longer possible with NEMIS due to 
security requirements that limit state employees' ability to access NEMIS 
from their desktops. 

Currently, state users can access NEMIS, but not directly from their desktops. 
Instead, states rely upon stand-alone computers and use manual or convoluted 
processes to transfer NEIMIS information to their state systems. For example, 
one state uses five stand-alone computers to access NEMIS via a virtual 
private network, which provides a secure, encrypted connection through the 
public internet. Users in this state manually re-key NEMIS information into 
their state systems. Alternatively, they bypass the virtual private network by 
emailing NEMIS information from the stand-alones to their desktops and then 
copy the information into the state systems. One user even sent NEMIS 
information to a home email address. Both such practices create information 
security concerns. 

IT Svstems Could More Effectively Support Operations 

Because of the unintegrated IT environment, during the 2004 hurricanes, 
EP&R systems did not effectively handle increased workloads, were not 
adaptable to change, and lacked needed capabilities. Accordingly, FEMA 
field personnel developed manual workarounds, adjusted processes, and 
created alternative IT methods to supplement existing response and recovery 
systems and operations. Consequently, this created operational inefficiencies 
and hindered the delivery of essential disaster response and recovery services. 

Systems Experienced Difficulty Handling Increased Workloads 

FEMA systems were unable to handle effectively the significantly increased 
workloads required to support disaster victim application processing during 
the 2004 hurricanes. According to FEMA personnel, they lacked email server 
space to accommodate messages and reports sent from state and local 
emergency centers. If someone did not routinely clear the emails from the 
server, its capacity would fill up--sometimes as much as five to ten times per 
day-and the system could crash. At one point, the system was down for two 
hours at the height of the Florida disasters. Workers could not save or 
download documents. Rather than expand server capacity to resolve the 
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problem, all workers had to log off of the email server while someone moved 
emails from the queue file by file. 

Further, the surge of disaster victim registrations resulting from the Florida 
hurricanes overloaded NEMIS' main server, pushing the system beyond its 
limit. Originally designed to handle a maximum of 20,000 disaster victim 
registrations a day, during a four-month period from August to December 
2004, NEMIS registrations far exceeded these limits during peak periods, 
reaching over 40,000 on some days. The total number of disaster victim 
registrations processed during the four-month period of the Florida hurricanes 
was 1,745,183. The volume of transactions and the number of personnel 
managing these registrations significantly slowed down the system or made it 
unavailable for use during peak operations. 

Although EP&R CIO staff worked to keep the system operational by 
increasing system memory, NEMIS' main server became overloaded, the 
system froze, and unplanned system restarts were necessary. Users were 
unable to perform their jobs in the system aud consequently reverted to paper- 
based methods. When NEMIS' main server went down, approximately 2,000 
lT users were kicked out of the system for as long as 20 to 30 minutes at a 
time. FEMA personnel accepting victim registrations had to record the 
information manually and wait to register the victims in NEMIS when the 
system was functional again. Additionally, FEMA personnel lacked the up- 
to-date NEMIS information needed to answer disaster victim inquiries when 
they called the National Processing Service Center for assistance. 

As part of our review, we requested system performance reports from the 
EP&R CIO's offtce to determine how the systems performed during the 
hurricane response. However, the CIO office did not have a standard process 
in place to produce system perfonnance reports. Instead, it had to complete a 
manual analysis of raw data to provide performance data for only one of 
NEMIS' key servers. The CIO office stated that it would take several months 
to supply performance information for all of the other servers. Although the 
CIO office can monitor central processing unit and hard drive space 
availability on a real-time basis, it does not have a tool that can show system 
performance over time. Without such a tool, it is difficult for FEMA to 
identify system performance problems and take corrective actions to address 
them. 

Given the problems experienced during the 2004 hurricane response and 
recovery season, a number of FEMA officials expressed concern about not 
only NEMIS' current capabilities, but also its capacity to support future 
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dramatic increases in workload. Even the engineers responsible for designing 
and developing NEMIS questioned whether the system could consistently 
manage workloads resulting from multiple, concurrent disasters. Although 
the Florida hurricanes entailed one of the largest response and recovery efforts 
in FEMA's history, workload volumes from multiple, large disasters in the 
future could far exceed the systems processing levels required to manage the 
2004 incidents. 

Systems Are Old and Not Adaptable to Change 

FEMA's response and recovery applications are custom designed, complex, 
outdated, and difficult to adapt to changing user needs. As a result, during 
disaster response and recovery operations, FEMA has had to adjust its 
processes to overcome the systems limitations. For example, ADD was 
designed in such a manner that it cannot be easily updated. Currently, it is 
difficult to enter into ADD the financial information necessary to issue credit 
cards, commonly known as "supercards," for emergency response personnel. 
As a result, FEMA officials created separate, stand-alone databases to track 
the financial information rather than submit their ADD change requirements 
to the CIO's office for implementation. 

Further, the mail-processing center at the National Processing Service Center 
in Hyattsville, Maryland, was ~lnable to handle the surge in letter production 
required during the Florida hurricanes. FEMA employees select and print 
batches of letters to the victims, categorized by different disaster situations. 
However, this process became difficult during the 2004 hurricanes because of 
the increased volume of letters that had to be prepared. No provision had 
been made for surge printing capability. 

CIO officials worked to address the letter generation problem. After 7 to 10 
days of effort, they succeeded in improving the system code, helping to reduce 
the print backlog. However, a contractor later examined the system code and 
found it to be extremely complex, req~~iring 20 pages of code to print what 
newer, more efficient code can do in one line. The contractor recommended 
rewriting the code; the NEMIS development team currently is investigating 
ways to address this issue. 

In addition to revising the system code to address the print backlog, FEMA 
changed the business process, instituting a workaround that involved creating 
one standard letter to send to all disaster victims. The standard letter helped 
speed up the victim notification process. However, the letter was too generic, 
did not provide victims the information they needed, and did not clearly 
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specify what assistance they could expect from FEMA and when it might he 
available. Confused, the victims called National Processing Service Center 
representatives for clarification. This created additional burdens as the Center 
was already overloaded with increased workloads, high call volumes, and 
slow and crashing systems. 

Reuortine Challenges 

Response and recovery program personnel said that some FEMA systems did 
not provide useful reports regarding ongoing operations. They said that the 
standard reports that NEMIS and IFMIS generated were long and did not 
contain specific information, in the right format, to meet their needs. For 
example, when a grant report is requested from IFMIS, the product includes 
all grants instead of identifying specific grant information. Because the 
reports provided were not useful, FEMA regional offices copied data from the 
systems and loaded it into spreadsheets and databases so that they could create 
their own reports. The spreadsheets and databases were not standardized 
across all regional offices, were not connected with the response and I-ecovery 
systems, and were not centrally backed up. As a result, regional offices did 
not maintain consistent information that could be rolled up to the national 
level. 

In addition, requested reports were not timely. At one point in the Florida 
operations, Individual Assistance Program personnel received a report six 
days after it had been requested. As a result, 200-300 disaster assistance 
employees were hindered in their efforts to assist more than 200,000 disaster 
victims who had requested temporary housing assistance. Without the reports 
to provide the names and contact information of eligible victims, FEMA was 
delayed in locating victims to deliver assistance. Other system users said that 
IFMIS reports take so long to run that they regularly leave the system on over 
night to produce them. Alternatively, users copy system information, such as 
financial transaction data, mission assignments, vendor information, and 
action tracking request forms, onto spreadsheets or databases to access and 
manipulate the needed data more easily. 

Real-Time Resource Tracking Issues 

During the 2004 hurricanes, FEMA systems did not provide staff with real- 
time capabilities for tracking deployments of personnel, equipment, and 
supplies. For example, ADD did not allow FEMA regional staff to keep track 
of emergency response personnel sent out to provide assistance at disaster 
locations. Although ADD contained much of the personnel deployment 
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information, it did not provide a consolidated view so that regional staff could 
determine: 

Who had been deployed to the disaster sites; 
Who was en route, but had not yet arrived; 

* Who had been sent by FEMA headquarters, but had not been entered 
into ADD; and, 
Who had arrived at the disaster sites and whether or not they had 
checked in with the region. 

To gain a complete picture of where people were during the hurricanes, the 
regional deployment coordinator developed a custom database that contained 
all of the information available and used it to prepare daily reports. Although 
the reports tracked the "daily" status of people, they did not provide real-time 
information, potentially placing emergency personnel at risk. For example, 
when FEMA ordered an emergency evacuation of Orlando, Florida, its 
regional staff could not obtain from ADD an up-to-date list of deployed 
personnel and their exact locations. Regional staff had 11 hours in which to 
manually compile the information, and identify and contact the approximately 
200 response and recovery personnel deployed to that area. Fortunately, in 
this instance, the evacuation was s~~ccessful. However, the ability to track 
deployed personnel on a real-time basis is a critical factor to ensuring 
personnel safety, especially during catastrophic events. According to FEMA 
officials, the Response Division, which is responsible for ADD, is in the 
process of developing a replacement for the deployment system. 

FXMA cannot use LIMS I11 for real-time tracking of emergency equipment 
and supplies deployed to disaster sites. LIMS 111 is essentially an inventory 
system used to manage equipment and accountable property, such as cell 
phones or pagers. LIMS I11 contains information on the number of items 
available and where they are located. However, once the items are identified 
for deployment, LIMS 111 does not indicate when they will be shipped and 
when they should arrive. To compensate, emergency personnel in Florida 
said that they tracked items on a spreadsheet and spent a significant amount of 
time calling trucking companies to determine the status and projected arrival 
times of in-transit goods. 

Further, LIMS 111 does not effectively track the exact location of equipment 
and supplies after they have been issued. FEMA officials said that they do not 
use LIMS 111 to issue accountable property during emergency situations, 
because it takes too long. For example, although accountability property 
officers made electronic records in LIMS I11 of bulk goods received during the 
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Florida hurricanes, these officials used hand receipts to distribute quickly the 
property to those who needed it. Typically, these transactions were not 
entered into LIMS I11 until as many as ten days later, so the system did not 
maintain an accurate, real-time inventory of the property on hand. Similarly, 
when Florida requested 500 cell phones, the phones were issued using hand 
receipts-not through LIMS II1. FEMA officials said that it later required 
about ten minutes to enter the information from the hand receipts into LIMS 
111 for each of the phones issued. 

In addition, LIMS IS1 does not track critically needed commodities, such as 
water, ice, or tarps. Instead, emergency coordinators use spreadsheets to track 
these goods outside of LIMS 111. An Atlanta regional official said that this 
significantly increased the workload of the regional operations center. This 
also required the assignment of additional personnel to obtain the status of 
deployed commodities and complicated emergency response planning and 
coordination. 

For example, during the 2004 hurricanes, the State of Florida requested ice 
and water via action request forms. Hard copy mission assignments were 
completed, and the regional operations center used them to assign the request 
to the U.S. Army Corps of Engineers. The regional operations center tracked 
the mission assignments via spreadsheets because FEMA does not have a 
system to track deployed commodities. When asked about delivery status, 
U.S. Army Corps of Engineers officials could only tell center officials that 
they were en route with the items. After the items were received onsite, an 
acco~rntability property officer faxed copies of the paper receipts to the center. 
This was a time consuming and resource intensive process. In one instance, 
approximately 1,500 tractor-trailers delivered commodities to a staging area. 
(See Figure 9). The accountability property officer had to survey the area, 
manually inventory the commodities received, and email that inventory 
information to the regional operations center. Because there was no 
automated way to coordinate quantities of commodities with the people 
available to accept and distribute them, millions of dollars worth of ice was 
left unused at staging areas in Florida; and, about $1.6 million worth of 
leftover water had to be returned to the warehouse for storage. 
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Figure 9: Tractor Trailers Pick Up Supplies For Disaster Victims 

FEMA officials said that they are currently pilot-testing a Total Asset 
Visibility System to track shipment and distribution of essential commodities 
such as ice, water, and food. Such a tracking system should provide FEMA 
with the capability to track assets real-time, across federal, state, and local 
organizations. 

:l/lanagement Practices Contribute to Systems Operations Problems 

FEMA's disaster response culture has supported the agency through many 
crisis situations, such as the 2004 hurricanes. However, its reactive approach 
encourages short-term systems fixes rather than long-term solutions. 
contributing to the difficulties that FEMA encounters in efficiently and 
effectively supporting response and recovery operations. Without taking the 
time to fully define and document systems requirements, it is difficult for 
FEMA to evaluate effectively viable alternatives to its custom designed 
systems. Further, the reactive manner in which IT systems are funded and 
implemented has left little time for proper systems testing before they are 
deployed. 

NEMIS Requirements Not Consistently Updated 

Office of Management and Budget Circular A-I 1 directs agencies to reduce 
project risk by involving stakeholders in the design of IT assets. Users can 
play an important role in helping to define systems requirements to meet 
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mission needs. FEMA's approach to defining requirements to support 
development of its principal disaster management system has not been 
effective, however. When the CIO office began to develop NEMIS in 1995, 
the office documented a set of system requirements. But, an EP&R CIO 
official noted that headquarters personnel were usually responsible for the 
requirements definition process and that not all of FEMA's stakeholders were 
involved. Consequently, once NEMIS became operational, the system 
automated a process that did not reflect how FEMA personnel actually behave 
during disasters. To address this disparity, the EP&R CIO office had users 
come in after the initial release of NEMIS to look at each individual module 
and suggest system changes. 

Lacking an effective means to provide input to NEMIS development, users 
have been forced to rely on systems that do not effectively meet their 
requirements, modify their processes, or resort to manual workarounds. For 
example, after an incident occurs, regional officials are supposed to use 
NEMIS' preliminary damage assessment module to evaluate destruction and 
losses due to disasters, and subsequently submit that information to 
headquarters, along with state requests for federal assistance. However. a 
regional official said that emergency personnel do not use this modnle to the 
fullest extent possible. Instead of directly entering the damage assessments 
into the system, emergency personnel collect and fax the information for 
review and consideration. The official said that it is easier and faster to 
submit the damage assessments in hard copy than use the poorly designed 
NEMIS module. 

The EP&R CIO now recognizes the need to improve efforts to reach out to IT 
users across the directorate and has established forums for discussing and 
defining system requirements. For example, the EP&R CIO office has 
assigned each system a customer advocate and a program manager from the 
various program areas. Program officials approve the requests for systems 
changes and provide them to IT personnel for further review. IT personnel 
then discuss how proposed systems changes will be implemented. A policy 
steering committee, consisting of managers from FEMA headquarters, defines 
the business processes that are echoed in the technical systems requirements. 

Further, the EP&R CIO has proposed updating NEMIS requirements to 
support the proposed eNEMIS initiative. In commenting on this report, the 
EP&R CIO discussed plans to elicit broad stakeholder participation in the 
requirements definition process for the e-NEMIS initiative. Broad stakeholder 
participation in the requirements definition process will be essential to deliver 
a web-based NEMIS to meet varied user needs. 
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However, FEMA officials have not maintained a record of changes to systems 
requirements nor have they developed an up-to-date NEMIS requirements 
document. One EP&R CIO staffer said that they have limited funding; when 
the budget gets pressed, it is always the "overhead" or administrative 
activities, such as updating requirements documentation, which are bypassed. 

Alternatives Analysis Needed 

Office of Management and Budget Circular A-130 encourages agencies to 
consider various options for providing automated systems to meet their 
mission needs. However, by not taking the time to fully define and document 
systems requirements, it has been difficult for FEMA to evaluate viable 
alternatives to the highly complex, custom designed systems that it relies upon 
to support disaster response and recovery operations. Because these systems 
have carried FEMA through its responsibilities over the years, senior IT 
officials said that they have made little effort to evaluate off-the-shelf 
products to determine if there is a simpler, commercially available, and 
possibly more effective IT alternative. FEMA's Business Year 2006 business 
case submission to the Office of Management and Budget for NEMIS 
improvements also indicates a lack of alternatives analysis. 

Members of the EP&R CIO office speculated that off-the-shelf products 
would likely not meet their needs during peak emergency operations. For 
example, according to a recent business case for the next generation of 
NEMIS, there is no plan to perform an analysis of alternative off-the-shelf 
products or other department systems. The NEMIS requirements document is 
not up-to-date, and user input to those requirements has been limited. NEMIS 
is a tool that stretches across multiple business functions; only by having a 
complete set of documented system requirements for each of these functions 
will the EP&R CIO be able to determine if alternative products can or cannot 
fulfill requirements. 

In addition, officials in one state agency increasingly have become aware that 
the federal government cannot compete with the private industry on 
developing systems. According to this state agency, private industry is 
developing multiple systems to support emergency management operations. 
However. because federal systems do not always use the most up-to-date 
technology, it is becoming more difficult for state agencies to share 
information with the custom designed federal systems as states upgrade their 
own off-the-shelf systems. 
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Lastly, some users said that if FEMA had adopted an off-the-shelf product 
instead of NEMIS, it would have the additional functions that they need. For 
example, multiple off-the-shelf enterprise resource planning systems 
developed by the private sector could possibly support coordination of 
response and recovery activities. Once FEMA has completely defined all 
business requirements, it will be in a better position to evaluate available 
commercial products. 

Reactive IT Implementation to Meet Expedited Reauests 

Federal regulations require that agencies plan in an integrated manner for 
managing IT throughout its life cycle. However, EP&R's tendency to rush 
systems acquisition to meet immediate needs has encouraged ad hoc 
development and implementation of IT programs, which has contributed to 
many systems integration and performance problems. The EP&R CIO budget 
in FY 2004 was approximately $80 million. About 90 percent of that amount 
was earmarked for operating and maintaining existing systems, leaving only 
10 percent for new IT initiatives. Consequently, the CIO is dependent on the 
program offices for any new systems funding. 

EP&R has documented plans which propose initiatives and priorities for 
strategic implementation of long-term IT solutions. However, the program 
offices in many cases are the owners of the systems, typically do not fund the 
long-term strategic IT initiatives, and take a cursory approach to short-term 
systems acquisition. They often do not authorize or fund lT initiatives until 
disasters occur and specific systems needs become critical. The CIO is 
working to implement a process for reviewing and approving capital 
investments-including IT investments-to prevent this from repeating. Until 
this process is fully implemented, however, the C I 0  has no means of ensuring 
that IT investments are well-integrated or aligned with mission needs. 

For example, nine months prior to the 2004 hurricanes, FEMA's recovery 
program offices provided funding to develop and implement an online 
registration capability for NEMIS. The online system is to allow disaster 
victims to submit claims via the internet without having to call the National 
Processing Service Centers. When the 2004 hurricanes occurred, the number 
of disaster victims registering for assistance increased significantly, thus 
overloading systems and staff of the National Processing Service Centers. 
The EP&R CIO was able to deploy the online registration system a full three 
months earlier than initially planned. However, an EP&R CIO official 
involved in development of the online systems said that its implementation 
did not follow standard change management or configuration management 
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processes. Failing to follow such processes ultimately leads to systems 
availability problems. The Gartner Group, a leading provider of IT industry 
research and analysis, reported that 80 percent of unplanned systems 
downtime is caused by people and process issues, including poor change 
management practices. Enterprises which have established strong change 
management practices typically have the highest levels of systems 
ava i l ab i~ i t~ . '~  

Additionally, according to regulations, agencies are responsible for ensuring 
effective and efficient operation of IT equipment before it is implemented. 
This entails proving that new systems function in a "production-like" test 
environment to ensure that the IT applications work properly and contain 
needed safeguards. However, in addition to its rushed systems acquisition 
approach, the EP&R CIO does not have a test environment to match the real 
systems environment, and does not always adequately test systems prior to 
release. 

For example, the online NEMIS registration capability did not have a name 
check function to ensure the validity and existence of the individuals filing 
claims. Also, the online system did not have controls to prevent one 
individual from generating multiple claims at the same time, even though the 
technology to prevent this from occurring already exists. One FEMA official 
was aware of six false claims made online. Proper testing of the online 
system likely would have disclosed this lack of system controls, leaving 
FEMA less susceptible to such fraud. FEMA officials said that they are in the 
process of acquiring the identity proofing, authentication, and prevention 
capabilities needed to mitigate these risks. 

Further, a FEMA testing team lacked adequate requirements to support testing 
of a new fire grants system. When it updated the production environment 
with the new system code, the system automatically sent multiple print jobs 
across the network, clogging up the system, and taking bandwidth away from 
emergency personnel who needed it. 

19 NSM: Often the Weakest Link in B~~sinesr A1~oilabilit~, Gartner. Inc., July 3, 2001 
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We do not agree with the EP&R CIO's response. First, it should be noted that 
during the audit we met with FEMA's strategic planning unit, as well as with 
other program officials to discuss the agency's planning activities. Based on 
these meetings and our review of supporting documentation, we devised 
findings and recommendations regarding the need to update the strategic plan 
and establish better linkages between it and the IT plan. At the May 17,2005, 
audit exit meeting where we discussed a preliminary draft of the report, EP&R 
CIO officials did not address our conclusions or recommendations regarding 
strategic planning. Indeed, one FEMA official conceded that the lack of 
alignment in strategic planning likely was due to creation of the EP&R 
directorate and FEMA's transition into the department--events over which 
they had little control. 

Second, with regard to the EP&R CIO's concern about the overall tone of the 
report, we made considerable efforts to revise the report based on comments 
that EP&R CIO officials provided during our audit exit meeting and their 
review of a preliminary draft of our report pursuant to that meeting. In 
response to the EP&R CIO's formal written comments, we have assessed the 
tone of the report and made additional changes where appropriate. Still, a 
number of the IT issues we raise, such as the lack of systems integration and 
challenges in handling processing workloads, are not new, dating back to well 
before the current EP&R administration and FEMA's integration into DHS, 
and were consistently evidenced or voiced to us by EP&R officials and 
systems stakeholders during our audit. We acknowledge in the report the 
various instances where EP&R is working to address such issues; our 
recommendations are intended to encourage continued progress and 
improvement in these areas. 

Third, we believe that the EP&R CIO incorrectly equates the agency's ability 
to meet the disaster management challenges to date with effective and 
efficient IT management. While we state in our report that EP&R was able to 
get through the 2004 hurricanes, often experiencing significant achievements, 
high customer satisfaction, and high volume processing, we also recognize 
that FEMA's accomplishments were not necessarily because of its IT systems, 
but often in spite of them. Users across EP&R consistently told us that they 
did not use the headquarters-supplied systems, but instead relied upon 
alternative methods, such as creating ad hoc spreadsheets and databases or 
resorting to manual methods. to perform theirjobs. Where IT systems were 
used, they often did not operate effectively. For example, systems were slow, 
froze, or lacked server space or memory due to the dramatic increases in 
systems users and processing workloads during the 2004 hurricanes. The 
EP&R CIO's own FY 2005 strategic plan also states that during the 
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hurricanes, "both NEMIS and its support staff were stressed to the limit and 
that Herculean efforts were required to meet demands that exceeded several 
design requirements by an order of magnitude." The tremendous effort 
required to meet the 2004 challenges Logically evokes questions about the 
ability of FEMA's IT systems to prevail in supporting future disasters. 
Indeed, senior officials and a lead engineer for one of FEMA's primary 
systems repeatedly shared with us concerns about the system's ability to 
withstand potential multiple or catastrophic events. 

Fourth, given the IT issues expressed above, we believe that the EP&R CIO is 
not justified in referring to EP&R's "highly performing, well managed and 
staffed IT systems" and that our overall message that IT could be better 
managed is warranted. Though the EP&R C10 suggested in his comments 
that a review with him, "may clear up some of the obvious inaccuracies," it 
should be pointed out that we maintained ongoing communications with the 
EP&R CIO's office during the course of our audit. For example, as requested, 
we met on a monthly basis with the EP&R CIO, or representative staff when 
the EP&R CIO was unavailable, to discuss audit progress, IT issues, and 
potential findings. In addition, as discussed previously, we held an audit exit 
meeting with the EP&R CIO and key IT officials, providing, as a courtesy, the 
opportunity to submit informal comments on a preliminary draft of our report, 
which served as input to the draft subsequently distributed for formal written 
comments. 

The EP&R C10 neither concurred nor non-concurred with our 
recommendations, but instead provided additional detailed comments and 
information to update or supplement issues we outline in our report. The 
following discussion provides our evaluation of each of the EP&R CIO's 
additional comments. 

FEMA's Support for DHS Strategic Goals: The EP&R CIO provided a 
number of comments on our treatment of FEMA strategic planning issues, and 
these are discussed below: 

* We disagree with the EP&R CIO's statement that our conclusion that 
"FEMA does not support DHS' strategic goals" is based on what the CIO 
calls a "misunderstanding of the relationship between FEMA's plans and 
metrics. and those of DHS." Our audit did not seek to analyze 
comprehensively FEMA's strategic planning processes. Rather, our 
obiective was to review EP&R's approach for responding to and " - . 

recovering from incidents. In this context, we examined the strategic and 
IT plans in place to determine whether they are appropriately linked to 
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support an alignment between DHS, FEMA, and response and recovery IT 
initiatives. Our review showed clear disconnects among the planning 
documents. Specifically, FEMA's strategic plan was created prior to the 
agency becoming part of DHS, has not been updated since then, and 
consequently does not align with specific response and recovery metrics 
outlined in DHS' plan. We reviewed FEMA's IT strategic plan to 
determine whether technology approaches and initiatives support response 
and recovery mission goals and found that the IT plan is based on 
FEMA's outdated strategic plan. As such, we recommended that both 
FEMA's strategic and IT plans be updated. 

Contrary to the EP&R CIO's statement, we neither assume nor state in our 
report that FEMA's strategic plan is the only mechanism to ensure 
alignment of FEMA plans and programs with DHS goals and objectives. 
As stated above, we focused on FEMA's strategic plan, because the EP&R 
CIO office. identified this plan as the basis for IT planning and direction. 
Further, according to the Goverizment Perjormunce and Reslt1t.s Act of 
1993, performance-based management and budgeting must begin with an 
overarching strategic plan. As a result of our review, we identified 
misalignments between DHS' and FEMA's strategic planning documents 
that we would be remiss in not discussing in our report. We did not seek 
to analyze FEILIA's overall strategic planning process, or any of the other 
planning, programming, budgeting, and execution processes that the 
EP&R CIO identified. Such processes were outside of the scope of our 
audit. 

We neither dispute nor discuss the EP&R CIO's assertion that the goals 
and metrics identified in DHS' strategic plan were written by FEMA. 
Again, our intent was to point out disconnects between DHS' and FEMA's 
strategic planning documents and the need for FEMA updates to better 
support IT planning. Nonetheless, we have revised our report to state that 
FEMA not only participated in working groups to help develop the DHS 
plan, but also defined and owns the response and recovery goals and 
metrics outlined in the DHS plan. 

We believe that the EP&R CIO's statement that some information in 
FEMA's strategic plan has been outpaced by events helps support our 
argument that the plan is outdated and needs to be revised. Even though 
the n~ain  body of FEMA's strategic plan rnay remain applicable since the 
agency has become part of DHS, updating the plan as we recommend will 
help ensure that the FEMA and DHS plans do not conflict, but also 
support each other. We have revised the language in our report to clarify 
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our concern that use of the two plans as they currently exist could lead to 
ambiguous guidance and direction. 

We agree with the EP&R CIO's statement that FEMA came into the 
department as a whole and that its mission was not dramatically altered, 
although the transition into DHS brought a new focus to the agency's 
activities. Our report does not contest the continuity of FEMA's all- 
hazard response and recovery mission in the context of the new 
department. Rather, our report recommends that FEMA update its 
strategic plan to reflect this organizational realignment, support 
achievement of DHS goals, and provide updated guidance on which to 
base IT planning. 

* We believe that FEMA's acknowledgement that it postponed a review of 
its strategic plan due to the demands of the 2004 hurricane season supports 
our argument that the plan is outdated and needs to be revised. We stand 
by our assertion that the plan is outdated, however, not from a calendar 
standpoint, but rather in the sense that it does not align with DHS' plan 
and reflect FEMA's integration into the new department. We recognize in 
our report that the schedule for updating the plan has been postponed due 
to events such as the 2004 hurricanes. Recommendation 1 is intended to 
encourage FEMA to proceed in updating the plan so that the document 
may serve as a useful and current guide to support IT planning. 

FEMA's Participation in DHS Strategic and Performance Planning: We 
accept FEMA's suggestion that we revise our report to reflect the relationship 
between FEMA and DHS in establishing performance goals and metrics. As 
previously stated, we have revised our report to indicate that FEMA not only 
participated in working groups to help develop the DHS plan, but also defined 
and owns the response and recovery goals and metrics outlined in the DHS 
plan. 

OMB Guidance on Linking Department and Comuonent Plans: We disagree 
with the EP&R CIO's statement that the report incorrectly cites OMB Circular 
A-1 1 as guidance for agencies to create their own strategic plans linked to 
overarching departmentwide plans. Section 2 10 of Circular A- I 1 states that 
an agency's strategic plan provides an overarching framework, keying on 
those programs and activities that carry out the agency's mission. The 
circular states that although a single plan should be submitted, the Results Act 
allows an agency with widely disparate functions to prepare several strategic 
plans for its major components or programs. In these instances, an overview 
that brings together the component plans is prepared. In line with these 
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requirements, DHS' strategic plan constitutes a single framework for 
consolidating the missions, goals, and objectives of its 22 agencies in a joint 
strategy for securing the homeland. As one of the legacy agencies, FEMA's 
strategic plan necessarily should link to the overarching DHS plan. We have 
revised our report to clarify these requirements. 

Conflicting Guidance and Direction: We agree with the EP&R CIO regarding 
the potential for misconstruing our statement that a planning official's use of 
both DHS' and FEMA's strategic plans results in conflicting guidance and 
direction. We have revised this language to show that the potential for 
conflicting guidance and direction is our conclusion, and not attributable to 
the planning official. We also have revised the wording in the relevant section 
of the report to ensure consistency with our executive summary. 

IT Strategic Plan Alignment with the DHS Plan: Contrary to the EP&R CIO's 
assertion, our report neither contests nor discusses alignment of FEMA's IT 
strategic plan with DHS CIO Council priorities. While we commend FEMA's 
cooperation with the CIO Council, we did not include this issue in our audit. 
The strategic planning portion of our report is merely intended to emphasize 
that, despite federal guidelines, FEMA has not aligned its strategic and IT 
plans with the overarching DHS strategic plan. 

Handling Workloads during the 2004 Hurricane Season: We disagree with 
the EP&R CIO's assertion that FEMA would not have been able to 
successfully handle the increased workload during the 2004 hurricane season 
if the agency were experiencing the various IT problems that we outlined. As 
previously indicated, we believe that the EP&R CIO incorrectly equates the 
agency's ability to meet the disaster management challenges to date with 
effective and efficient IT management. While we state in our report that 
EP&R was able to get through the 2004 hurricanes, we also recognize that 
FEMA's accomplishments were not necessarily because of its IT systems, but 
often in spite of them. Users across EP&R consistently told us that they did 
not use the headquarters-supplied systems, but instead relied upon alternative 
methods, such as creating ad hoc spreadsheets and databases or resorting to 
manual methods, to perform their jobs. Where IT systems were used, they 
often did not operate effectively. 

Enterprise Architecture: We disagree with the EP&R CIO's assertion that we 
incorrectly reported on EP&R efforts to update its enterprise architecture to 
govern the IT environment. The following is our evaluation of the EP&R 
CIO's various comments in this regard. 
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* First, we do not agree that our discussion of enterprise architecture issues 
in the executive summary of our report is misleading. The purpose of the 
executive summary is to bring together the various parts of our report to 
comprise an overall message. We believe that completing an enterprise 
architecture is important to provide a framework for ensuring effective 
systems integration, functionality, and information sharing, unlike what 
was experienced during the 2004 hurricanes. 

Second, we appreciate the EP&R CIO's concern that our discussion of the 
status of enterprise architecture development is based on out-of-date 
information. We based our statement that the electronic "as is" enterprise 
architecture was approximately 85 percent complete and that the "to be" 
architecture development had not yet begun on discussions with the lead 
enterprise architecture official, held as recently as June 2005. We 
acknowledge the range of ongoing activities to further progress in 
architecture development and have revised our report to reflect these 
efforts. However, although the EP&R CIO cites such activities, the EP&R 
CIO does not provide an up-to-date, quantifiable indication of the current 
status of architecture development, as compared with the October 2005 
target completion date. Based on the information provided to date, our 
recommendation remains to proceed with architecture development and 
make it available as a framework for guiding FEMA's IT management in 
line with the DHS architecture and ongoing initiatives. 

* Third, we disagree with the EP&R CIO's comment that our report 
assumes that the incomplete enterprise architecture alone is the reason for 
IT systems not efficiently handling increased workloads. The EP&R CIO 
has taken our reference to the enterprise architecture out of context and 
misconstrues the issue that we raise. Rather, we conclude in the executive 
summary of our report that the incomplete enterprise architecture, in 
conjunction with unintegrated systems and ineffective information 
exchange, creates an ineffective processing environment. 

Fourth, we have revised our report to reflect the EP&R CIO's comments 
regarding recent progress in developing the "as is" and "to be" portions of 
FEMA's enterprise architecture. We recognize that overall architecture - 
development is an evolving process, but nonetheless encourage FEMA to 
complete the "to be" portion to serve as a roadmap for proposed IT 
initiatives. 

EP&R CIO Budget: We agree with the EP&R CIO there is a potential to 
misconstrue our statement regarding the resources used to develop and operate 
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IT for response and recovery. We have revised our report to reflect more 
accurately the activities performed by EP&R CIO personnel. 

LIMS 111: As the EP&R CIO suggested, we have updated our report to refer 
to the Logistics Information Management System as LIMS 111, not LIMS. 
Although we evaluated how effectively LIMS 111 supports the logistics 
management process, we did not follow up and report on recommendations 
from prior audits regarding logistics data accuracy. 

Prior GAO and OIG Assessments: We disagree with the EP&R CIO's 
statement that our references to past OIG reports, without referring to the 
current status of these reports, may give an inaccurate and unfair picture of lT 
status. We referenced prior GAO and OIG assessments only to provide 
background information and a context for conducting our audit. While the 
scope of our review did not include following up on all findings and 
recommendations from these prior assessments, it should he recognized that 
many of the concerns they raised, such as NEMIS reliability, usability, and 
training, remain issues today. 

ADD Functionalitv: We recognize that the Automated Deployment Database 
has a "check-in" process and a dateltime stamp for when personnel call 
headquarters to advise of their arrivals at disaster sites. However, as we 
discuss in our report, personnel do not always follow the prescribed check-in 
procedures and information on their arrivals may not be entered into ADD to 
measure deployment time. Inconsistent check-in not only affects the accuracy 
of ADD reports, but also may leave response and recovery personnel at risk 
when their whereabouts are unknown. 

LIMS 111 Tracking: We recognize, as the EP&R CIO has indicated, that 
LIMS 111 was not designed to track commodities such as ice and water. We 
are concerned that the kack of a system or a formal requirement to track such 
commodities not only does not meet requirements of the National Incident 
Management System, but also creates problems for response and recovery 
personnel. As we discuss in our report, property officers must resort to 
spreadsheets, manual processes, or other inconsistent and nonintegrated means 
to track commodities, resulting in wasted time, effort, and resources. We 
encourage FEMA's ongoing efforts to develop a total asset visibility system to 
track commodities and expect that such a system will provide FEMA with 
improved ability to track and measure distribution of assets across federal, 
state, and local agencies. 
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Response and Recovery Performance Metrics: We agree that EP&R systems 
are not entirely owned by the CIO's office and recognize that the program 
offices, which are the systems users, also need to help identify effective 
performance measures. The EP&R CIO's comments affirm the need for 
improved ability to collect performance data from IT systems. 
Recommendation 1 of our report addresses the need for improved 
performance measurement. 

Deoartmentwide Initiatives: The additional information that the EP&R CIO 
provided on FEMA's efforts to coordinate its IT activities with 
departmentwide initiatives affirms issues and recommendations we raise in 
our report. Where appropriate, we have revised the report to reflect the 
ongoing coordination activities. 

IT Guidance and Traininx: Again, the EP&R CIO's comments affirm and 
supplement the information we provided on IT guidance and training in our 
report. Like the EP&R CIO, we expect that having regional IT staff report 
directly to his office will enhance efforts to define training requirements, 
integrate and improve training materials, and better communicate guidance 
and training availability. 

Database Integration: The EP&R CIO commented that our discussion under 
the report heading "Databases Are Not Fully Integrated" should be omitted 
because it is not relevant to either database integrition or mission application 
integration. In response. we have revised the heading and clarified the 
subsequent discussion concerning the need to centralize NEMIS servers. 

Logistics Integration: The EP&R C10 stated that our example regarding 
logistics coordination is partially inconect in that not all of the tractor trailers 
came from the FEMA Logistics Centers. Our report does not say that all of 
the trucks came from the FEMA logistics center. Indeed, where the trucks 
came from is not germane to the issue that we raise. Rather, we are concerned 
that, although FEMA is responsible for coordinating federal incident response, 
the arrival of all of the trucks at a single staging area was uncoordinated and 
personnel were not on hand to receive the supplies in a timely manner. 

NEMIS Access and Security: We recognize that cyber security requirements 
limit the ability of state employees to access NEMIS from their desktops and 
have revised our report accordingly. 

Svstem Ca~acity to Handle Increased Workload: We disagree with the EP&R 
CIO's comments regarding the ability of FEMA's IT systems to handle 
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increased workloads during the 2004 hurricanes. As previously stated, while 
we recognize that FEMA was able to get through the hurricanes, this 
accomplishment was not without significant IT and user problems. Like the 
EP&R CIO, we acknowledge that much of the credit can be attributed to the 
efforts of IT and recovery staff who worked heroically during the hurricanes 
to sustain operations and register and assist disaster victims. We also 
appreciate the EP&R ClO's challenges and lack of resources to carry out 
operations on a day-to-day basis. However, as we recommend in our report, 
EP&R needs to place priority on gathering requirements and analyzing 
alternatives to determine the most appropriate technology needed to meet 
business needs. 

System Reporting: Although the EP&R CIO stated that LIMS I11 provides 
substantial reporting capabilities, the cited section of our report discusses 
NEMIS and IFMIS challenges and does not mention LIMS 111. We have 
revised the topic sentence for the section to indicate reporting challenges with 
some, but not all, of FEMA's systems. 

Need for Updated NEMIS Requirements and Alternative Analvsis: The 
EP&R CIO affirms the responsibility of management at all levels to recognize 
and act on problems such as the need to update NEMIS requirements and 
conduct an alternatives analysis. We look forward to the results of the EP&R 
CIO's efforts to solicit broad stakeholder involvement in the e-NEMIS 
requirements definition process. Additionally, we have revised our report to 
incorporate the EP&R CIO's acknowledgement of the need to integrate and 
update systems such as IFMlS and FEMA's deployment systems. 

Funding for NEMIS Upgrade: In response to the EP&R CIO's comment, we 
have revised our report, deleting the statement that program offices were 
reluctant to fund development of an online registration capability for NEMIS. 
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Appendix A 
Scope and Methodology 

As background for this audit, we researched and reviewed IT laws, 
regulations, and other federal guidance applicable to the EP&R directorate. 
We researched and reviewed urior OIG. Government Accountabilitv Office. 
and other reports relating to EP&R IT to identify relevant findings and 
recommendations. We also reviewed information available on the DHS and 
FEMA websites about disaster response and recovery initiatives. 

We met with EP&R management officials and staff to review the directorate's 
approach to responding to and recovering from terrorist attacks, major 
disasters, and other domestic emergencies. These officials discussed EP&R's 
organization, roles, responsibilities, operations, and systems for response and 
recovery activities. Additionally, these officials discussed EP&R's strategic 
planning process and provided copies of DHS, FEMA, and EP&R CIO 
strategic, performance, and operational plans. We reviewed the plans to 
determine alignment of the various organizations' goals, objectives, and 
performance measures. 

We visited EP&R field offices and state government organizations to assess 
IT user guidance and support. Emergency management officials. IT support 
staff! and system users at the following locations discussed the effectiveness 
of EP&R's guidance and processes for responding to and recovering from 
disaster incidents: 

EP&R Headquarters 
* CIO officials and IT support staff 
* Mt. Weather personnel 
* Response Directorate officials 
* Recovery Directorate officials 

FEMA Regions 
* Region II-New York, New York 
* Region IV-Atlanta, Georgia 
* Region IX-Oakland, California 

State Emergency  management Organizations 
* New York Public Security Office and New York State Emergency 

Management Office-Albany, New York 
* State Office of Emergency Services-Sacramento, California 

Georgia Emergency Management Agency-Atlanta, Georgia 
* Maryland Emergency Management Agency-Reisterstown, Maryland 
* State Homeland Security Offices-Albany, New York 
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These officials, as well as representatives of the following organizations, 
helped us accomplish our objective of determining how effectively l'T systems 
supported EP&R's response and recovery mission. 

National Processing Service Centers 
Hyattsville, Maryland 
Pasadena, California 

Disaster Field Offices 
Burlington, New Jersey 

* Albany, New York 
Orlando, Florida 

Disaster Recovery Center 
* Orlando, Florida 

Mobile Emergency Response Service 
= Thomasville, Georgia 

These stakeholders told us about both existing and proposed EP&R systems as 
well as ad hoc systems they created to meet their needs. Lastly, we met with 
officials from the e ~ e r ~ e ~  program to discuss EP&R3s participation in this effort 
and to gain a better understanding of what the program will do for DHS. 

We limited our audit to EP&R's unclassified systems and processes related to the 
response and recovery mission, and did not focus on sensitive systems or 
information. In addition, we did not test the data in the systems reviewed for 
accuracy and completeness. Throughout the course of this audit, we provided 
monthly updates to the EP&R CIO on progress and discussed key issues 
identified by the stakeholders. 

We performed our work according to generally accepted government auditing 
standards. The principal OIG points of contact for this audit are Frank Deffer, 
Assistant Inspector General, Information Technology Audits and Sondra 
McCauley, Director, Information Management Division. Other major 
contributors are listed in Appendix C. 
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u5P="rmmCdllrnrM~* 
w* nc. 20m 

MEMOUNDLM FOR: Richard L. Sldmrer 
Aaing riqeclor Gend 

m o u r n  

FROM 

E m q a c y  Rep@ncss and Responsc 

I n f o d o n  Technology Savica Division 

SUBJECT: Audix Rmon dated June 2MI5 - 
''Emergeky Reparedness and Respome Could Bener 
Inteaate Mommion Teehnoloe~ with Incident Reswnse 

We have re\lewed the M t e  of the Audit report and tind it unacceptable. The report incorrectly 
characterizes our Stratceic Plannine and IT adivities. EP&R thcrcforc invites the O5ce of the 
Inspeetor Gcmral lo m& ~7th rhe-ig.axy's suatwc p h n g  untt to d m  how p h  and 
rnctna arc devcloxd wlhm FEMA dnd DHS. and how host benm l u d ~  h c  cxmt m which tEMA IS . - 
in line with MIS stmeie  d i d o n .  The rrpos umneousiy prtiays mfnnnatton technolo~y (K) as 
poarly managed yet &cs in the Raulls  in Brief redon Lhat"E~&R's IT approach has m k  ths 
disastcr managanent challcnqs ro datc.. ..' mF body ofthe report also c o n t d m  lhis cmncws 
ptmyal. In me section labeied "IT Suppon LMn&t ~brida Storms'' you rcportcd on the 
significant achievements, high customer satisfaction, and high volume of processing. None of this 
would have been possible if-T was poorly managed. We &est a reviei with ou i~10  may clear 
ly, some of the obviolls ioarmncies. 

The overall tone of the rereport is negatiue, Leadig the reader m conclude that EP&R is lacking in the 
areas covcraf under y o w ~ ~ o n s ,  pa&&ly strategic planning, involvcmBlf in DHS- 
mde ~nitiativs and progress on the entmplisc arc:Zaecturc. We believe thi3 charactcfiution is 
inacclnatc and doer no1 adrnaulcdgc thc highly puforming, well man+ a d  s h E d  IT systems 
q p r c i n g  FLMA incident response and reu,very. 

In view of these inaccuracies and m i s r m o w ,  we mmmend that therepozt be rsviMi lo 
&ircss &c issues ~rescntcd hv EP&R in &e attachmam Should wu havo aw questions, PICBSC . . 
contact ~ a r r y  C. west at (202j 646-3006, 

~~t 
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Attachment 

Comments on Draft Inspector General Report: 
"Eutergrrrq Pi'eparrdness and Resportse Could Better I f l t ~ w t r  tritll 

Incidmt Rerporrse af td i2ecot '~ .  " 

O n  page 5 ihe rcpon fmds that '&MA -&a not S - W n  DHS itiategic goals' %s 
conclwusian appears to be based on a m s d r i t a n d i n g  of the relatiomhip benveeu 
FEM,Xs phm and uuttics, md those of DHS. FEMA rherefore znvircs rhc 0Ri7rce of the 
Inspector Gem6 to meet ivtrh the Asmcv-i snatesc p l m x  unit to discuss boa- plans 

Under Results in Bnef :sc believe the 016 &correctly coxiudes that the IT plamGng 
" ..does norrrilen E%W.s ;nte.rmnon lnro DH5 and &errfort &er not support DHS 
strategic goats. TI report a s s m i  that she FEM.4 strategic plan is the only- 
snechaclsrn chat mmrei divment of F E M  p l m  and program xvirh DHS zcali and 

Xow on 
Pages 
6-12 

ob~ecn%fi In fact the v m  mechamu1 for ens-4 altmuent :o th Depanmes, 

- ~ 

(PPBE) piocsi that rrzarer and elrecures the F k 3 S P  EM.* esmci ihai DKS goals and 
objectix-es we itrec4; stlpponed by tke Agacy-s  propms. scriiities. and btxigets. 

- ~ 

demonstrated through~ur the discizssior on pages I0 though 15. On pages I I 3cd 11 
i:Fisi:.a 3 a d  Ffmri-e 4). for exaupl~.  she repon mcomcrlypumz~.s rhe sods and 
aenicr  in the FYHFYIISP hiabase as D H S  goals" nud D H S  memcC On pase 13. the 
report rraxei that m 2004 DHS allotted 72 hours for proridice both efu-egmy t e u r  
a d  essarid sm-~cer ro &raster areas." explzming. mconecrb. that ihxs -.illuinarrs 
DHS' pclfunnancr objeciiier fa FEN4 respunre Mlrr... 

T h e  is. in fact. 00 differmec between DHS and =!Z.4 rnsnicr. The .DH%' suate-slc 

. - - - 
activity EhUCnUe ro the DHS rtrarcgk plau ?ad bar dotie so since 1003 

/ Page 2, / strat.& .c pi-g unit. some of rhe uformnou in rhe F M A  rmtegc plan has been 
8,9  ur~taced by eventi: E r n 5  ternr im preparedmess goal iu parlidar. has ckmmwd 50 
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of the at.ruiit 111 FEL~.%'I diserrsizon of the .4emc\-i ii-arteic aim. b3.11 irr not inmmusrd in 
irponioreorer. as an active pmcipant it, &e drrclopnw~i of rhe DHS iaat..irii 

plan. F 5 K 4  r~5urrd &ar rhe iesponsz and recovzzy goals and ukiecri~ci in t!x Asme\-r 

FEXL4, ei cumart to m y  0th- org~il~ililo2.li eimenr of 3ES. ezme ulro dlc 
D q e ~ r n n ?  a i  a ii-hde aud indrpcnd+li aecncy >fore izdicanrly. F E M  mtved in 
DEi .ut:h a Nliiiou tbsr not jlilmatiirll~ ~ i t s e d .  FEW4 i u i  ill.z;a>-i becu .m an- 
ilazx&s enicryricy lumgx3utut agency Akho~1gh 9 l I m d  ~1,e Agency's rrm;iaon iaro 
D'3S horc 'brought a focus m FEkf.4.i ac:iiltiei, +--iir~li. of F~le0.1 itantt.?. and -,. 
btcat~ie t:arjral hazi?rds and othm tion-terrorxi1 :bazilrd$ ceni&cr to rnjr. riX!.Vl 
llisii0G ha; r i l l ined  %~bi~aatiaU?- 1mh.lri2.nd 

- 
;ha rqyan'i drii-mai*m of the FEMA plan as oixdared ~ i $ I i r  iu;.gesr to iouc &a: the 
p h l  ii. aid. iu ncrita!in.. lie FEX"I-3 irratepsc plsn h i  on& be= ln eifrct fnr i.sc Cicd 
-;ear;. i- shuilld nko br slot& tim the Dl?% itrarig~c p l w  :>:a$ rcicarcd j w r  a $ear ago. in 
Frbp.ta~; of 1004 Froin riG$ paspecr+:c rhe Aoe;lc>-'s plan i i  :eitnmh nor ooidarcd .. 
4. .- . , ..at.r,d in r k  report. FEXW tad p l a t ~ &  ro auke .in>- neceis~q n-~pda-f-i 10 its ir:ii?pii 
plm lsrt S>.LWIM. tslir rht ~e~-s-iers was poipoacd breatiie of the h a n d s  011 FEM.4 
leadaihip snd inif ,:auizd b!; r h t  oiiniiiai& Ji-micr?;r 3304 hmrxcam ie2.ljc.n Au 
itpibiz rliii year has aiio ';em driayed, pi.ii&ny rcitilri nirlir 5ecrer;tq:i Second >tag* 
Re~:e:.v 

Ou page 10 :iu rqmn smrei -DH> developed 31% iua!ep:c zui! ptlfiizlailce p!?~ 
On wliach. t a k a  iioi_eth:r. estabtih irs mirizou and uut:iue godi  and nwiric, fix i1.i driairn 

Page :e;po.;se md reio3:cr;. ezorii FEXA penic;pared ziu :?WOZ~SSI~ zroujpi ;O ppru-d* mpui 
m o  de:eIopa~tenr of rl~ew Tlui pas i e~e  siotild be clmzed :u accv,nrc&' reilea 
:hc r s ; ~  re!anomhip bc.-irm FEZU and DHS m eiwbliiiun+? o d i  auit mctnci. FE?.!A 
-.\-a$ sa acii;-e pariiiipanr aii the &~ci.elopmolr ali:it DXi p a I i  a d  objecn-cs (or EPckR 
and inarc rlraix jusr ptoildiug mput. FEMA in fair dei-elo?td and oiuni ail of rhz tuemci 
:hat i ~ y ~ w n  -he ieiponic aiid recavw: jectroils airhe DH5 inareac plm. 

Ou page 11 the rqon  itated .Utl~oogii Office of 5l~mgcmciit  and Bidger C ceoinr .a- 
r l clirirrzc:; that rouapoii-iii agmliici create ;lit: own iaaiee:c plans iii;ktd ro c~~erarclm:z 
d=marur  xvidc piaili .'. TIES i;atnacnr i l~ooldbe rzluored or fe-.vofdrd*:.-thol:t ?he 
,frrmrz io A-11. There is i;u :nu~uagc w. O%IB Circubr A-l l ;iiri-crirg i epzr tmnr~ l  
cc~nipoiienri to ih chi i  ihe :at-s: ;-miien of O?.IBi @udaucr can be foiu~d h ~ c :  
h!n r ~ ~ ~ , - ~ x ~ , v b ~ n l a t l i ?  aov crrrb-c:;c:.:.i;ial l ar;-x:i vca: i!OO udf 

a~i:&~ted plan. ,s:hich iei,dts icatfitilcimg ,rsldlcc? aild 
ace& c1.uzticarioe. Ir i:o~ild raiily be micmtitnrid as s a i u g  2 
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Under Results in 3nef the repon states '.zvhiie h e  IT plan a i i m  with FEZM-s curdated 
rtategic plan zt does nut rrtlccr F E W n  integration imo DHS ,md theyefore 
5uppon DHS smtepic goal< Xis h i p a g e  doer not match the language m the M y  of 
the r e .  In rhe Reul!s of.4ridi; recum (Page 13). the 5-1 stater: ..As a cesdt. the 
iludatitr &Eined by the CIO orgmization map norsirmon the acjiesaent of the 
rrspnie and r e c o x ~ e ~  goals a d  immc~ titabhhed by DHS.'. 

On page 12 the repon in&cares h t  the laitia&;es coirramed in the IT atrategc plan do 
nor align i-omplzteiy to goals and mlilrtrici idenuiied in DHS level p i d p .  mi 
Chief In fmauon  OfZlcer (CIO) &sc!oped tbe IT iaategxc plan for FY 05 to address the 
DHS CIO Council priorities rzt foRh for N 05. as id as FE?rfA so&. The DHS CIO 
Cotincd priont~er ace: 

* Transform the Enremise - Focus on information r h n g  to prost& the rt-&t 
information to rhe n&t people ar the right rime aud pronde a madnap for 
inno;-ation across DHS %while suppniu; the Depmneatti  bti~hess and mii~aa 
objzctk-ei. 

Secure the Iiouxlmd - BuIids on me DHS role as the nat>oa's %?;"tin. Bagrhip 
bv ezzsrnmz DHi  nensozh. mcrtarin~a l&-oon rectuln. m\-areneis m our - 
employrcs. a d  a c h t v u i ~  compliance ivith the Frdrrnl Iniormation Secur~r) 
>lanagmar Act (FISXk). 

Finish cht Founb3riirn - Seek; to ntabtirh one ent;-;pnre-wick IT ioiiastnicnuc 
and m m x z c  its ?I mestlilrtlts thrort@ n fu.mul pom.olio iliana~menr 

Dlrectointe of Informarion h l y r i i  zsd Infmsmm~~e Prarcctiori iUIP). 
Dlrcctoiatc of Science aud Technology (S&TI. and the Zfanugmeni Disrctorare. 

I Empon-n: the lT Workforce - 3tcki to zdeutiip skdls qapi m ihi- Departmmt 5 T; 
\*-orkforc;. develw wainins and zerecmi&.s prosrams. 3s ~ X Z U  r ' ~  r-Learnkg 

Tlie =MA TT strategic plan for Pi 05 dehes  i ~ n  matesic maungerucnt imrtauves 
(SZ4Iil for che Infomarion T e c h o t o ~  Smicri Dircsion (ITSD) managemeat to uchirir 
?he DHS .wd FL-\ilA prioiiriei %re -1s are: 

disc&ined caplkl p l m g  a d  investment control Troceir Ageacy-w<&. The 
CIO recognizes rhe unponance of $0;-mance to promore ~mderriandins. mprose 
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pro&crmn.. and rrdsce costi. and the IT Sc;ire-.x Plan &ci%ded Seals a~ci 
ohj~ii-;ci co coay.irri rhe p o r e r m c  di.c~w1.e>tauon md nak:uo needed. The 
cox~lhznaiion of sued govemz;lcc and achn?~r;u+ilr of EA wrgrr objecriiei. mli  
a i i l l r e  FElf.4 of can~plered. IT portfalo in ?he coming j - c . ~ ~ .  Si_rm~ti;m: 
inyiro\-exz?ot to projecr and program uam$etniut ;vzU also Rrllir $om t i i i  
x-aliicd c o t i l i - ~ ~ ~ i m : ~  

%ex! Ciarrntmn X l B i  - To e h i c e  rhe tmsmg >TSI!S phtf<-rtll trhiih. z i  
:eco,pizrd io ~ u i  icpon. ii cwrmri.; h c q  streabed airnoit be:-o>1;! c s p a c i ~ .  
I b e  raiger infnirnuc?rc of >T!vLIS shoiald silcu- zt rc iiippon concurrent. 
:neI:np!c. cornitiophic dtsasrcri aad inteilhcr itadeii!>- -:t-:ri; rhe Depatmmt 
iirce FElri.4 grondei tark aiiigwaciiis to orit+r o r ~ w x o m l  t imet~rr .  such a i  
:he Ccair G u r d  n:~d  Border arid iracipcnatiun S c w i ~  Dxtcrorares. The CIO 
-.saoii to z;iiur that FESIA can pmvtde the ie?:l-rl of i~iom~aciorr nchnolc.sn; 
mppon :>cce%saxy m rb? e,,-cnt of s~tsh~plc carn$t:eplGc e-;en?5. 

Euremri;e .irchxtzcaire - To u>..pro-- ... '-- .i.truiliuucanoo bent-ea FEIL4i biisuiaii 
and IT senior III?~R*:S 3116 i ec ;~  ai rile official m.rarttz~riaila1 ' b i c r p n i  fci.i rhr 

* iT stctiiw: To e2~1:a:c 211 Program >la&qeri sii rhz i inpon~xc of17 iei-:in?;: 
dzi-elup tiai>ioe prnctiies md plaui to eiiuiarr :he Buiimii Usiri O:I 

tcenificntim and acire&iat~on: and h~isre all FES1.4 iT i).iremi hiliy cerrrtied .Nd 
accic:i:rcd @ i5e end of the fiscal )-ear ro ach1i.l-r rhe ccniiiclrion icyuirrnienrr 
rjt.liiL4wd by tiir li,tticnalIilicn:re o i  St.?nrLu-di Teckaoiugy \.?ST') The 
CiO irr foch ~o i i l i  and objeilvdi to parante? that oar 3 re5uurcei ?re nraiahle 
?:hen cezh-d shar nni  ihra are ppiopiardy sectwed. acd effcni couririm ro 
iii~prorz cru lzifoil~oriuanon 5ecil-r~- Program and criifiic thlr oui iT syiiralli are 
i-enifird ancl iccrcdiied fox orpe:aconi. 

1, irmrtmc P~.mx+rsl~~pi: Tc ethance IT i-r-ices '>y reqnirmg co~*ldi~l lozl  a:xi 
coopitrarion bcv.,x+en zli TT cnttnei in an efforr to iiizprnre icwica ;1u6 Sam the 
c~x~firicme and coopcrs:~ar of C:IIIO~III t h i r~~:& & s e l ~ p ~ : ~ $  an O ~ C ~ J - I I O I I J ~  

' l u ~ ~ a u  zirrxerk~. for orlx Offict oftlxc CIi) This iticldei r-adllug out : p e i i  
\xchiim FE?iiA. DES. asid OLE user i i -u~wmi~y  i s  ti=: t b  :-at"- of iT 'and the 
i.-r-:s:ei of ihe ITS3 are ciearl?- uvdrrirood by ail iakeh01del-i Tic  IT iin:eeic 
Plan ipecrfii.11 goals :3 uiengilm~ irra2g:c panmiihrp ru cware chat ;it- pnrrnrri 
m tlx Agcnc) a i  well ai at the Dti j  andcnrniid cur c3pabdii:rs a d  hoi\- ro n;t 
hein ro improi-c opmar~onill dtii-ieilcie;~ 
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To remit. tmin cross-train, and pro%>& incentires to retam 
hi* skilled staff to i m n  &r IT miirion. It mcludei e i t a b h h g  and . . . . 
i m p h e M g  a succession plan 3 0  eusure conn~1uixy of knowledee maaagemm.s. 
critical to munng 5e5t practice< are darimwnttd lessons !came6- are paswd 
doxm i c d  t r w 1 s i t i e ~ o ~ s  ir a rourutr action. Tne IT Srratelc Plan swc5ed - - 
go& m d  objcctiv~ to ensue ?bar has ~ n *  best-qualiiied and shlled st& 
ro nrY;ue the Agency a \oirld-clasr mterprtse. 

The SMLr T ~ s T ~ c I I I  Ununmnant directicazs and management p a l %  ieqwed to %ah%@ 
fiulcticual. redmica1 and business n& of FEbW5 major operatkg Diizsions and 
Ofices and h - m r e  that our E pi&g is dimed with rhe DES directicn. 

Ou page 5 dx zrepon kdscatei thar .EP&R s?;rte;nr are not mtegratcd md do m t  
rzTwa%.ely ~ f i  ~dunnanon exchange &wing rtspon* snd recoymy cperacio~ii '. It 
goes en to iafc that ..EPSrRhai not fully updated ris arerpnie a;chite- to gorcrn the 
IT en;lronnxnt,~' and conclucks A 5  a r ~ n l t .  d~irtne i i M c m t  Jl%ssrer ieiwme and - - 
iccoverr. c+?srnoni. such us the 200-1 humc.mes. IT ~ t m i  cannot cBmni-eii- handle 
kcreared nndoaiis. a e  nor adaptable ro i-hulge. and lack needed red-time reporting 
canabiiitia. Such urdolms u i t d v  arc &I* to FEhL4.j fwiu on &on-tam IT fixer 
rather than bag-term ~ullifion~. Iila&qatc rc~luclcents defmitiou. dtmmric;es roaiysis. 
md ceimq to i i - ~ t m  dmloilllmt 'are characieriitic ofthis icactsvc IT mamzmmr - - . . 
approach .-- H a 5  \were me, FEPl.4 -,auld nor 2Lli-e be= able to szlccesihl!~ handle ihe 
increased u-&o+d du&z the IN24 h a c a n e  season. 

\Ve siron@?- &agree nxh  the Enraprise .&ccl;ltrciur~ :EAl ~ d m u c n  piesend r;l h e  
OIG Rnxm :%parmriv, the iemn ii-as based on ou:-ofJatr EX dara md does cot . . 
reflect the cllrrmr ,tans of rhe FEMA E d  or the ecinxnes &?I are be% rhampiploced bx 
rltc FLLW Eaterpnse iirchuctccrm OBce (EAO) X ~ c i o r e  she report is nudeadme, 
luaccuratr vrrj  does not reflect the ncrk rhat hcr occmed m the pair Gfrem uonrhrh 

Dn page 5 .  a sates: bo. E P & R h  not fully upkted its mrerpnse architccmt to 
govm r?te TT enfli;iromaent. A5 ii ars~ti:. dtinns s~gaiiicant disairn respn5e aod recorq; 
operations. inch as the 1Zn3J ht~mcaner. IT ~ys?- c m o t  eErcnivc!y handle increased 
workloads. 4e not ad,f"rabL zo chaser. md lack ncedrd real-tuue renonme - . - 
cquabiiities. . hhir itataent $5 SOT =. The FEXL4 LAO has establish?d zn EA -t;eb 
rite io&e.imrancves;. Tne mare ~ a f c m i s c  has accers to rhz LA The 9ite contams 
iuiauctioni. &rice ,d other miomtion pzrnnmt to a h e i m g  EA ohiectirci. 
Spcciai iurt-bad Exhibit 300 twmrions are alro Iocared on the w e b s ~ .  T k e x  
insrnxtions a;zre de-elowd to facxhate Promm Mameers in coumletlne Section II.A 

rhere has brrn fom rrlearei of rhe hc ~;i*;eb s~re h each release a&tt-1 contmr and 
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. . 
CIO t i  t l~c appro-ms ? i~rhon-~  for the propused iofrva;t rsai-a The SXRT protein i j  
alio tio:un~mted in tile EA Gorcr:lancc >1miiA. 

thwliig the licrncam seaion of 2004. the EAO a;;ii~iied m the p l . d g  of rtn merFcucy 
uoiL~ce m >F&Ii DIE to thc .m~o~mi of nsiir~ance reilueiri. d;e S r i r e m  Dr>:eiwn~cn: 

Oe pages 23 surl?1 ofthe report. i r  iiarei 
Norv on 
Pages '1x1 1001. FE?I.*. &iteloped %I enreqvi;c ar;!u:ccr.ue document io sen-? 3% a 
19 and *.tide :o c r e a k ?  ?ad mphm+nnn,o ~ - g i i i - e r m z ~ ~ ~ r  imoariiti. Thii mad m3p bas 

ieritd FEZLi ,.re11. &wx-.u>ieriting both rzajor i;xceiici and key :mtiaii.;zi. For 
exat~lple. a fe~s rtvb witiaii-;ci were :deirr,Ced la the lCa1 altwprriz nrcllrtrc?lrr 
asxi aar ;ail1 operanomi  to&^?. . FE?IL4 pilbliihrd i f i  ar;iilr?cxuc i? IOCI1. hiit hai 
;mr fidI: i~pthrcd it to ietlect r r i  m:zpaau:r, ~nro DHS E4I.i 1% xssr1::ng to 
:mz%5,tiot~ chfi  papc:-b'~;?d doc~unent to an eiecwo~uc fe?tnx $0 :L?r xt .can b? 
csiih- i i iv td  ?uimq DHS oiiiiiaii i-u ilx incraii?r Ccrr~ilt~;. thc ' ' a i - l i ~  -- 
eati-qmiz arci>aecnue :i appi,.r!n:.irei:; Ei percrili ro:np!?:e~ zzkL4 bas not y? 
b e p a  *.vurlr an :he ''to b<' pomm of rile >rclxttrcmre. bus: expecii to : o x ~ i c : r  a - 
bi. Ocmber ?%i:ii. '%?~?hout n de5:xd 7 3  be m:keunent. Frk1.A ii imahle t? 
prori3- a a:~i~iprchei-tlrriz road map far i r i  proposed .T ii:;t:at;r;ei T h e w  

. . 
i~ i i : szr ic i  iiici~~dc ?;E;\iI5 -xeb e~mbkiixem. ~.vlu.rh u:-wok-ei ion%ob,L?noii. of some 
of tire gru~:aphi; i i~s-dz~p~:~i:  ieri-err. as well a i  n n;mba of Z>+IIi 
iinprovenri-,;is a i  iztiz:d a the ;yitm<s 2'r;:6 bt:iineii cnie..  .AiiditiatAl?. 
\-;scl~om a coilrplet~, coraiiirr;ittcd. : o  k'. road map FEMX nu!; mot be able '0 

ddzs; i ~ o v  a:% mitiat?;e$ smgpon cr ~ntetrate x:;~?h DE5-wide inir:x:~;?s .*, 
FE?.IA .vorL:i to ip,&,te $ t i  enierprfie archni-e:nxe. 1: mu;: also ccnrziier 
depai~~nez~t-\vfide nzt>ata\.c$ ,+\-hi& ;>>a>. nnpa~t  m :I; key respome a t d  wcdx-ee- 
p:oce$ses and ;:;$tms '~ 

FE?,W5 :tipooic. :~-hIe ar 3s :c.w ir ~:oiliieed s payer 1-eriicn of !:it El. in Slay i f  .Xll 
~t 5% XOT inir that?E?ILA ir ciirrsnt:i air:,* rilar rer5lori In 1GOi. FEZL4.r CIO 

. - 
Dq>?sxlir:x. The FE:\U EEX -;a$ ici iaiiei it i i  ar a i r -eI3 .  io accord,uri< -i:h tte OM3 
aiieiiu~eiii cnrsna. i;l Dccemlbrr 2004 and zi. on track to he aiiesird si a Lcrd  4 thi 

-%-car. 

Tije FESIA EEXO ha; i?icceiih*i!y cknloped she FZXA .AS-IS .Lychi:ecr~re ii;d ii 
c t i : ~ i - ~ ~ ~ &  in&inz iieiuenibus pm!r.?i; m ~Lerc!opuzg the TO-& .kc'utccnur in 
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actor-ce mrh the E6S Enterprise Aschteciue In .Ma]; and inne of 2004, the F F ?  
EA \%as aliened to she DP-5 EA Submtralr of busmcri data spphcauon and rechcal  

~ ~ 

iilfornut~ou n err ,oinur:ei il!u :ilss~pi?r~:cd 2 2  i:lc Eo1nei3r.i S<:VJI~ .  EA \.-r>ioil1 
L!ei hmr :4 I504 lu aJd~rlau rr. annu- 1lrj.c~izu1 FElI.1 Ciuzf Et:mptl.c .k;i::.z:r 
; I :  a D L .  C '  i s : !  E L  TIlr Z;\SOE ni:a?, ihar 
sli DIIS component EA programs a e  a h n e d  mtlr the DHS E$ 

EAO tirh the ab&m to c o n k t  ' ;shat if- scmarios. to analysis on data und ro 
arsxrt imager; in ihe decisson making p c e s r .  Tnc FEMA E.40 has alro &reloped a 
fii-c year W Program Management ?Ian which d e ~ c s  the actintier. t imehe md 
resources needed orer the n_-n five year, The DHS H-n Caplral Center of 
Excellence cared t2115 Trogaa', bl-qwnt P l l  as 8 poretltlal modd for DHS 
cum~onenli 

On Page 38, under 'RecotnclenJnrtod' 1: siltei: '.hrecr the EPPBR CIO to complere 
rhz FLM.4 wtzrprise aschxecrjre. a t - 3  to rhe depamncnt wide mchitecme and 
ongoing miuatiwi that mmy impact EI&R opeiauons.' Tnis rccommendahon is realiy 
no: appropriate - &c E.4 is :xc,.-ec complerc." the EW process C O i l N U e S  to ~;olve .md 
m m e  as more appkutiocs. rKluiolagies. buiiilcii proceires. and riquic.mneuti axe 
gmemtcd for we and deployment. The F E U  E 4  i r  f'w ahead of most agencies. iiiinile 
it is mw rhai EA Bogam mtisr continue to be developed ,and mame: as ii rhr case 
far 100no of the WF in she Fedeeal ~o'-muincnt, ivc hare aiimed the FEM4 M wsh the 
DHS EA and ha:-e mapped our applicsriour to DHS scnccpiusi projects. 

;he F E U  CIO has inn& EA one of bs top prioritici aid :r &&cared a d  c o w a e d  rro 
irr success. 

. . \Pc rrrongiy believe &ere hzs been a seat discaimect btm.een the aIrj,tor and rhe EAG. 
3.. Entc~~rise  h h r r e c t  ivonld ~.~-elcomc :be oppomuim in &rcuis :he actions ofthe 

~ ~ 

EAG and the E.4 accompiidunzntr achier-&. 

FE4Wi EA has been k e q e d  ;o the 4genw.s oromam acmx% imunue m RXSP md - - . . -  
the IPBE process. X r  prognvn activity imlswe war ~reared to directiy ruppoif &e 
executxou ofthe DHS iirate2ic obiccnves and ruemcr. This means that, rhro~~eh zhe EEA. . . 
rhe Agency's IT act%%-itirr we directly in hue <with the DHS imrsgic plan 

On page S the rtpon m t s  '.In Pi 2001. :he EP&R directorate-s CIG had a budget of 
approximately 580 nullion and a ton1 of about 400 U - r i u e  and ternpara??. employees to 
proi-ide lT dcrclopuvnt und operational support for %.Wi respatse and recorm- 
miision.' 7Sc i ~ o ~ d d  kke to poinr out that the resources mttd src tlot esclusxely 
dedicated to dercloping and -operating IT for Rerponse a d  Recoiieq 
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Now on On page S the t%ird b d r t  should be chauged to read Xogiiricr Infomation 
System-III (LIXS-IQ pro~ldrs personal p r o w  nccomrabltty as ieqwed 

by F'ubhc La%,. 

of the repon the OIG hcnber concerns thar wdc fomd iilrin~ prior 
B e  OIG docs not znclude any lafmtim on &e %ran= of t i e  items. 

gii%_g the >inpression &at the concerns have not hem addicrsed We khc>x &r rtuds 
ro providr an &ccmutr a d  tinfa2 p%cItWe of the itants o f n  b incident response 3nd 
recoven.. 

On page 9 rhcre is a iraterutnt regardins the kccuraq of dara reccrded m the L M S  
6yst"em' nTe would like to addreis 6% issue by explaining  hat miS-m Eiozer a 
cont~uuous log of ajl smsachons rhar are tna& lo the wstern With ikis 109. s~ecific - .  
trausrhom c k  be found and researched to dst.-e he au&t md rziated io ani 
rausctioos >>%lie the axdt ran be done and ha% been unlued to search out a ntmber of 
-.dam mregrir;" related issues. Ho~sm-s. the piocer* is arhom. The audit &tsminrd 
-&at ,xihen the data ivai cunvmtd &m LPVIS-I1 to LLMS-llI some - d i n y  d a Q  ivas 
brouehr alone L%fommarelv. dur data has caused iomc issues to arise from time to uuu - - 
I*-kich h-ce btm separately anabjzed and conecttd ar appropriate \Ye belie..-e L M S  
dara is Srconitun bcttrr and  kit^ in this :?pard %Ye j l ; e  im~imnl ted  a nuuba of . 
btrsizesr niics related to this &ra t h r  ..-ti help to correct &e b r a  as pertment records x e  
m&~-i&iaUy accessed. "St hou; &re are still a fe:s .LPVIS-?I wns<?i' related ziiurj to 
resolve and are gmduatiy ~sorkke to alle.:iate them 

On page 14 the repon rtztttri . rhc iyitem ,does no: ha%-e 3 "s~op~sntch f.ucoonaiifu 
:o measure the daprcd rims between cantactiug persome1 of their need ro deploy aad 
:her :dtinatc ?nisal at a disaitrr s c e n e  We rvo.dd '&e m polnr out &a: the ADD 
qstem has a 'check-%' process that has a dare t i =  stamp. P.qns can easily be 
g~lerared to measure the depioytlleur m e .  

Now on 
Pages 
10 and 
13 

On page 14 the repon irarrs ''Slnula~F~f. LhfS pron&s no i r a c b g  of all of trrentkl 
co-oditities such a i  ice and ivarsr needed by disnjtrr vtcrms.'. On page 17 the rrpon 
starcs '-LPrf$. FE4U's currcar lio_abitics qrreur docs not provide h e  hpe ofup-to-date 
resouxe w e m t  &at h e  Katimal IncidRir ?*fana~anmz Svstem reauizer. Rerource - 
w c h g  .md ma;Mgmmt (TaE b e  30UIL-C 0fm1l1rr0115 p r o M m ~  d m 8  the F!on& 
31m;cmer . ..- \Ve i m d d  like xo nlention char L M S  7~7zs desiened and buib to nack 
accountable prop* ody. It has bot b m  a requirement for logistics pnsoi.s-4 to 
utilrre LMS-ID ro wck bt111: mmi or non-bar-coded it-. It is a req~tirmenr for all 
accountable Ltem to be entered ruto LDIIS-iII. Rscenilv!~vhn the Xahoml Dii?stpr . . 
4iedical Sy;rm was transferred to EM). the capabhry to support bulk siffns icas 
added into UCIS-III A 111mber of uieiul fe~nner were added and n w t  forkirtzx~ i i a s  
iimficantlv enhanced. .&s a result. some i%arehoi;se m a m n  ut&; his-EI for ;he2 
bull; items ,,vki!c orhers prefer ro utihze t?mr Excel ipreadrherts to sack the bulk item. 
LPUIS-III tsoixld pr011de real-rime viiibllily of lnvenrop In-els if dl Lopstical Cmer 
Managem and Aciomrabh Property Officers utilized the system to sack these items. Ii 
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xvoilld requtte that some ineacj ofpror<ding power and coilaecrivity at diiastrr sites 
fonvad of the Logisnral Cmterr be pmxded to htlly m e t  the desk& & h b o n  of 'real- 
hine". LMS-111 was recently l+ttd to 3-TI- kchitccwe a d  respoase timer &om 
the database ro h e  web client are c x m r l y  fast 

ihuing the Nppon o f 1  hurricanes in 1004. LMS-III %as 100Qh ax-&able In response to 
issues which rtufvced in 'be h d v l n  of ?OM. EP&R initiated the de~;eloponent of a 
Llrmtcd Dqlo!mmt Ophon of a Tcfal Arut  iirib~liti. S>~tem m Regions IV and T;I. 
The Limited Deploynnt option 2s inlt in precess. Ho~ver?r. in Hurricanes Dennis and 
Emily. a pan octhir iyit& including sat&itc tracking de~lca. was used to track water 
-iron the £Pa T.lliilene Faciiiq in Georgia ro Afobrtuation Ccnznr d 
S:asme in Flonda, .&b= aod Texas Althousb not launched in its full - - 
operational mode. the syirm prorided reqrdm?ble mfo~tiution on the d g  of 
sh ipmtr .  allowing rraiistic predictions of deIt11mrs. an Mprox-ed prediction of jrafting 
needs at rccnving locarrans, rsd intervention; so reroue a cotpie of rnvks foUo>l'mg 
incoriect direcno~:~. ?he rystcm tvai niio used to tmck oshehcr EP&R assets. such as 
gmeratorj. - 

1 " / ~llcludes the der?go for the hereiomnent of r &u marehow% w d r w  renerat~on . - 
capability thar a&datts infom&oa &om rhe Xunnnal Financr Cmrm. .ADD. 3XPIIS. 
and EMIS that 5hould be wed io measure w r i o m c r .  Con%i&~dolc pro.gesi has been . . 
m& rccmtly to srablk,h a coqxeha i i rc  cmrn&-d ieponin;l capabihn-. The FE>Lk 
CIO agrees thar paformace nwrnci need to be adopted to measure nihe%-ernznt of 
disaster response poals. The C M  agrees &I rhere is a n c d  lo define the requxrmeurs 
for czpnuin~ the appropriate response and recoyen mtr:cs. pioil& the resources to 
impiemat the informati011 capwe, and ea2lrrre that the mission ~ 0 3 1 s  and objblccnwr .are 
met. Program Offices need to idenafv rhe memcs so riwJ ow IT iy%trxu c.m caplure rhc 
data for the Program Offices to measure cffectix-enes-eueji. !Ihe CIO xwdd ld<e to pomt out 
-hat L%IS, LLLIS and orher syst.zns im nor drvelq& or &signed by I T  hoi~esci. IT 
parmws with thc Burlncrs Units to pro\& itippon for the- s3-5rnns.i 

On page IS the rcpon states '.& =MA aouei forward with &pro\-ing imstng 
Now On q x t m ~ s  and pursuing miv sysi-s developmcn$ the EP&R C'IO nui t  ensure that the 
Page l4 effects of E4S-wde mitiatives. i w h  a i  clrlerpe- andbLAX HR x e  conixdersd a d  

effecusely suppot thwiier reipaze and recot-er); gods.' EP&R is aware of thcsi DHS- 
wtde iliman:-e. Both the mX4 H w  2sourccs Dxviiicn (.HRDI and che I n f o m n m ~  
Teehnologv Sen-zcrs Divlrion (ITSD) are workmg c u b b o r a h ~ ~ l y  with the DHS Chief 
EIW Cap& OfSce (CHCO). the DHS IT H u m  Capita1 Cmrm of Excellmce. and 
orher h w  ~~EOIXCCS (m) reptesenarirzi &om other DHS compnmts. in 3 ~ l ~ I k g  the 
IT svrt.- b t  will iuumn L4.X HI? The DHS.CHC0 also m r k i  rloseiv %nth cach 

be&-+en cH&, HR reprexniatives from rhe components, and Information and 
Application Deliurn- to identi6 obsracics and soiunens to ache;-e successful 
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Now on 
Page 11 

Now on 
Page 19 r 
Now on 
Page 20 

Now on 
Pages 
21 and 

kplemmtauons of these and e x i s k g  legacy ?st-. The H W  and rlu irSD ~r-ill 
conrime to rvark in conjunctian ~ i t h  DHS a i  !vWY IXR li. roiled-our to ensure thar 
FEMA continuer to ~ ~ x c ~ n f d l y  c a q f  out 18 reipoort and recovery mission E\M-5 
Prop- Manag-t Cnit (P?iZL? pmicipated in the DHS Logstisher Ste&g Committee 
a d  has chalred the committee to advauce the iogiiiicr sywm &&ninon in support of 

On page 1s the repon state* the EP&R CIO s oEce p r o ~ ~ d e d  szpficatlt cu,tomer 
s u m n  to IT userr a3ssan.l dzraiter remanse and reco>?zrr efforts relared to the 2004 -. 
Florida hwicmes. ~ox%-r.&. overall s>;it- m i h e  add mining could be ia,qxoved~ 
Spjpeciftcally. EPBR has rcarunabiy up-to-date o& 5)-st- rannualr. but &ere ill~nwk 
are not adequate to suppnt Dusliless procn%cs . . . although EP&R trainkg is good, 
fu t lhg  reimctioni limit the numbex of p o n n e i  who receix-e the trainzag EP&R 
i e c o p z n  rhe need to mure thai system uiers have the knor%-ledge md info-tlon 
neceriay to @om rhc~r jobs. Smn we expect that the IT staff in rhe regon5 wil l  
i ~ p m  10 die CIO. That change .*ill help the CIO in def* mining r tqui i~lvnt i  and 
t l ; o< ig  wiih rhe Business Umfi md the trauung itaffnr Emmttsh~w. >Iarylltnd to 
integrate ~ a i t u n g  m v d s  and unprove ma-g methods. Actions n;iU also be t&m io 
ensure msarcness of the wimns iuatenali chat are rvailabie. 

Ou page 22 the i e p n  stares 'The EP&R ~ysianr m~itomnent, howt;-er. is nor 
integrated and does net support rfieeivr mConiattiou r x c h g e .  Ccnseqt*arly. iurkg 
hiaiierr. the s v s t m  arc not able ro hnndle increased ivorklozdr &echurk. arc oat 
adaptabic to chmne. aud lack needed capabllttimi. ITSD befirier that i:isreil;j 
in tc~rau~n  for EP&Rmiriion sxemtion :r nbioittelr; esimnai and shodd proceed wirluit 
liitegzatmg DHS corporate progam such as e!+fesee' a d  SL%X IIR =to h e  nussloil 

Ou page 21 me Jlscuision under ;be second pagzaph ucder the heading Database5 
Are Not Fully htegxatzd. ' should be omitted because it is not relpllanr to ei&er database 
inttmgatian or mission applrcadm~ uzreemew The CZO -.odd Li6:e to sdxse &at xvhm 
NE?iLIS was de;.elcpeb E\W ::sated a stare-of-the-art dirmbuted climt-server 
~~-'chtrecnue. prording each rcg~cm ivlih in  o m  set of rw.-err to %upport regional 
uperatiom ivith hutEd impact oa the FEX4 telecom~mication~ nenuork and its 
bmdtxtdth hmitsiocs. 

Ou page 25 the repan ~tni t r  .FE?iL;Z i)5r- do nor support effect2v.- or efiii-lent 
cocrdiilas~on of dqloynmr opcmnons becaliir there is no sh&g of informarion.' OU 
page 26 the r-rt stares .Further. ihc lack of integration be*%-ern ADD u d  LBiS 
himderi FE4W from urovidm. the ,looro~ziarf nimber and cunxbmanon of w o l c  and .. . 
supplier to l u n r  die iprel of need at disaster locations:' The CIO is pieas2 to A t e  that 
the repon ac:wotvledgcs that iT officials agree that i; zi essential to inrepre systems to 
better ii1ppo11 nurstou iequ.~ements. bt;t t b t  this drcnion must be ma& in ;oU%bo:auon 
~ l t h  the hefvsrm orsacs a d  program officials, and also eemidzr DHS-\vide direcnos a d  
progcmi. In the DHS. e?ilerge' solutiorl ihe he.Lo~incs Xanagr-i' io!.ttion %was 
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! 1 

mec~firaliv excluded Ths war dur to the comolex dtfiereucrs bemeen Lomsh: S\,rem - 
requucmmts of the mriotrs compmenti inthin DHS. At present DIiS canrimes to 
renew direction and aitenalves fw the &axe. The pre-stasin.$ and kxtfing capabhnrs 
of UMS-III ha=-e been iubitantialiy improved. both &ati&al& as well a; &ou& 
Standard Dpmin~ Rocedwes. in the L ~ Y  ye=. This ipzedr lip subrtantiaib- the speed of 
diipatcbing kits and pre-staged supplier. 

The discussion O n  page 26 ivith rhe zsample cxted is p a d d y  inconect. There *.rime 
600 to 800 uactor-traiien arr.lul_e at one staeing area ivtthm a ZJ-to-36hm p l o d .  not 
dl of the tractor-;railers came hln FEM.4 Logistics Centers which U S - I I I  manages. 
>f\.lcst of the tractor-trallrrs fransponed  late^. Ice andor mrps co-g dzrect!~ 5orn 
suppliers to the staptti5 area &as d k ~ t e d  by other Federal Agmcies 

N~~ On page 26 tbc repon s t a r s . .  .EP&R rrspmie and recovmy iysmn~ do nor share 

Page 22 infomtioa w?rh those used by major uakehoiders in rtatc g o \ - m n t i . .  ..Cwenrlj-. 
stare usen cau access liEhffS. bur not dirtcrly from their deskropi. C+r ~Cunq,' 
itqrmemenrr prrvnlr tke Stater fro= directly accessing >XMS iron1 &ex dcshopi. 

We jiwgrc? tux& die statement ou page 27 chat air s>-vtems were umbk to Lmdlc 
mreaied isorkloadr req~ured to support drsaiter application procersng dmmg rhc 1004 
humcanes FEbLX; mzjor i y s t m ~  cl l i  hwdlc mcreased xx:orl;loadi bur not 305 timer 

: ~ o e n u e s  the %alw of : a h %  fke heme needed to &fie m d  d o c m n t  rlsterns - 
reqtwetllmrr fully and asaluatc rivbk alreruatires. Unform3teli;. meeting day-to-day 
wcrrltlonal requirements .and the kck of ierotirces h a w  xlior allowed EhL& the 1w.u":' of 
doiilg ~xtc~si7-e ieq~krementi capme and &I-elopnzur p o i  to making needed ry;teo 
u p ~ a d e i  in the past i r v m l  years. 

N ~ , ~  on On page 30 the repon states '-Response and recovw pzogrm persome1 sivld that 

page 26 FEhW iyi tms did nor pro-;l& ~ ~ s c f i ~ l  reportr ngh.dine onzomg v?tralonr..' LnIiIII 
has slibitmcal reponkg capabilinei for both automatic and m u a l  rzponi %vitb tninunal 
rffonr Thert cusmn rzponi. once created. can be dump& m o  specific nenvork 
direcrones or m z k d  to iequeitiilg xrscrs. Io the mmval rrpon catcgor;. LnliS-'El has 
uo ad-hoc rspuitrqa capabihv thai is tlaible. easy to use and uszfiil. In addztios 
>?hiIS has nuxiorti  repons 3i3llablc to oprauonal pmonncl uvhich are d daily 
&rng a reiponse recoy- action. 
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ht r?ipoiiie ro the idccm~onpre ieo i rd  OU pages 33-36 regarding ilx ~ ~ i m n n g  sf 
%MIS req..iiitills1tr and &e far a;1 allemtives irul>-s~-iii. rhc repon conc::ly nore5 

and i i  enirm:lg rhar :lev: imrlatix:ei C O U ~ ~ ? N I  m tile FE?& and 3Fi,i E A  Ep,m;-.:Ixng 
IFXS 1s aim a nrct;iie~ due to the currem itariii of :he ,Merge- :miL?ir;e. FE?.i.is 
drpioyiric?ir iyiitm ir liiorhcr ? n a  ria: rtqu.iei itgmlic~a i:x-.-estoleut to upprad?. 

'On On 

Pages 

and I0 

Ou page 36 the reson itare; iilar - ' .  xniit is.oia!rs pnor to c11e 2CPi h:rrric.mrr. :he 
EP&R CIO office cmi-tuced rrburi~lr wc,f:an: ofticti to fi~xd d*-;.;clqmm: ef ao oolme 
regsurs:ioo capability for XESIIS Ti)? ?.ecu\-zn- Dzi.iizon fi~Il>- ssiip;umd rhs itiitiarki. 
&om the outict and assisted :n the dtx-clopz11fi~ The CICYs cftice ma& a tr*nl-~di?ui 
&for ru i t ~ s d  up riic oIltnc regiitratxaii ru recold time aad :bs :i-zi m esrmpjao 
achieraiiciri imct  t i  pii..,idei si10;h?i axritur f i r  dtiaiicr ;ici;ui ra regzits for 
oiixiracce I: war icD:cred in u l ~ e  m ixake a d i G t r ~ ~ c i .  an the reiponlz to the ZCO4 
liim~canei. IT $id an ouii:aubn~pb ir* itipprnilig tilt hulirncost itia:;er;. operznar, n;ld 
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( Additional Information and Copies 

To obtain additional copies of this report, call the Office of lnspector General 
(OIG) at (202) 254-4100, fax your request to (202) 254-4285, or visit the OIG 
web site at www.dhs.gov/oig. 

To report alleged fraud, waste, abuse or mismanagement, or any other kind 
of criminal or noncriminal misconduct relative to department programs or 
operations, call the OIG Hotline at 1-800-323-8603; write to DHS Office of 
lnspector GenerallMAlL STOP 2600, Attention: Office of Investigations - 
Hotline, 245 Murray Drive, SW, Building 410, Washington, DC 20528; fax 
the complaint to (202) 254-4292; or e-mail DHSOIGHOTLINE@dhs.gov. 
The OtG seeks to protect the identity of each writer and caller. 


